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## SI* (MODERN METRIC) CONVERSION FACTORS

### APPROXIMATE CONVERSIONS TO SI UNITS

<table>
<thead>
<tr>
<th>Symbol</th>
<th>When You Know</th>
<th>Multiply By</th>
<th>To Find</th>
<th>Symbol</th>
</tr>
</thead>
<tbody>
<tr>
<td>in</td>
<td>inches</td>
<td>25.4</td>
<td>mm</td>
<td>mm</td>
</tr>
<tr>
<td>ft</td>
<td>feet</td>
<td>0.305</td>
<td>m</td>
<td>m</td>
</tr>
<tr>
<td>yd</td>
<td>yards</td>
<td>0.914</td>
<td>m</td>
<td>m</td>
</tr>
<tr>
<td>mi</td>
<td>miles</td>
<td>1.61</td>
<td>km</td>
<td>km</td>
</tr>
</tbody>
</table>

### APPROXIMATE CONVERSIONS FROM SI UNITS

<table>
<thead>
<tr>
<th>Symbol</th>
<th>When You Know</th>
<th>Multiply By</th>
<th>To Find</th>
<th>Symbol</th>
</tr>
</thead>
<tbody>
<tr>
<td>mm</td>
<td>millimeters</td>
<td>0.039</td>
<td>inches</td>
<td>in</td>
</tr>
<tr>
<td>m</td>
<td>meters</td>
<td>3.28</td>
<td>feet</td>
<td>ft</td>
</tr>
<tr>
<td>m</td>
<td>meters</td>
<td>1.09</td>
<td>yards</td>
<td>yd</td>
</tr>
<tr>
<td>km</td>
<td>kilometers</td>
<td>0.621</td>
<td>miles</td>
<td>mi</td>
</tr>
</tbody>
</table>

### LENGTH

#### AREA

<table>
<thead>
<tr>
<th>Symbol</th>
<th>When You Know</th>
<th>Multiply By</th>
<th>To Find</th>
<th>Symbol</th>
</tr>
</thead>
<tbody>
<tr>
<td>in²</td>
<td>square inches</td>
<td>645.2</td>
<td>mm²</td>
<td>mm²</td>
</tr>
<tr>
<td>ft²</td>
<td>square feet</td>
<td>0.093</td>
<td>m²</td>
<td>m²</td>
</tr>
<tr>
<td>yd²</td>
<td>square yards</td>
<td>0.836</td>
<td>m²</td>
<td>m²</td>
</tr>
<tr>
<td>ac</td>
<td>acres</td>
<td>0.405</td>
<td>ha</td>
<td>ha</td>
</tr>
<tr>
<td>mi²</td>
<td>square miles</td>
<td>2.59</td>
<td>km²</td>
<td>km²</td>
</tr>
</tbody>
</table>

#### VOLUME

<table>
<thead>
<tr>
<th>Symbol</th>
<th>When You Know</th>
<th>Multiply By</th>
<th>To Find</th>
<th>Symbol</th>
</tr>
</thead>
<tbody>
<tr>
<td>fl oz</td>
<td>fluid ounces</td>
<td>29.57</td>
<td>ml</td>
<td>ml</td>
</tr>
<tr>
<td>gal</td>
<td>gallons</td>
<td>3.785</td>
<td>L</td>
<td>L</td>
</tr>
<tr>
<td>ft³</td>
<td>cubic feet</td>
<td>0.028</td>
<td>m³</td>
<td>m³</td>
</tr>
<tr>
<td>yd³</td>
<td>cubic yards</td>
<td>0.765</td>
<td>m³</td>
<td>m³</td>
</tr>
</tbody>
</table>

#### MASS

<table>
<thead>
<tr>
<th>Symbol</th>
<th>When You Know</th>
<th>Multiply By</th>
<th>To Find</th>
<th>Symbol</th>
</tr>
</thead>
<tbody>
<tr>
<td>oz</td>
<td>ounces</td>
<td>28.35</td>
<td>g</td>
<td>g</td>
</tr>
<tr>
<td>lb</td>
<td>pounds</td>
<td>0.454</td>
<td>kg</td>
<td>kg</td>
</tr>
<tr>
<td>T</td>
<td>short tons (2000 lb)</td>
<td>0.907</td>
<td>megagrams</td>
<td>Mg</td>
</tr>
</tbody>
</table>

### TEMPERATURE (exact)

<table>
<thead>
<tr>
<th>Symbol</th>
<th>When You Know</th>
<th>Multiply By</th>
<th>To Find</th>
<th>Symbol</th>
</tr>
</thead>
<tbody>
<tr>
<td>°F</td>
<td>Fahrenheit (F-32)/1.8</td>
<td>Celsius</td>
<td>°C</td>
<td>°C</td>
</tr>
<tr>
<td>°C</td>
<td>Celsius</td>
<td>1.8C+32</td>
<td>Fahrenheit</td>
<td>°F</td>
</tr>
</tbody>
</table>

*SI is the symbol for the International System of Measurement
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1.0 INTRODUCTION

Safety remains a problem on U.S. roadways, with more than 32,000 fatalities, 2.2 million injuries and 6 million crashes each year. Travelers, shippers and the economy are exposed to increasing amounts of congestion, unreliability, delay, emissions and excess energy consumption, which impede the efficient movement of people and goods. The U.S. DOT and its public and private partners have embarked upon a major research program toward implementing connected vehicle safety technologies, applications and systems using dedicated, short-range wireless communications (DSRC). DSRC is necessary for safety critical applications, but can be complemented by other forms of wireless communications for other purposes. Previous research by the National Highway Traffic Safety Administration (NHTSA) demonstrated that 80% of unimpaired driver crash types could be addressed by the connected vehicle technology.

In parallel with advancements in vehicle technology and automation, these cooperative, connected vehicle systems include vehicle-to-vehicle (V2V) and vehicle-to-infrastructure (V2I) applications. Additionally, V2X includes an even wider range of applications that link drivers, operators, vehicles, mobile devices and infrastructure/roadside devices, including motorcycles, pedestrians and bicyclists. It is envisioned that DSRC-equipped devices will be standard equipment in new vehicles and also available for after-market installation and even ‘carry-in’ situations. Building on decades of research in the public and private sectors, vehicles with increasing degrees of connectivity and autonomy are now on the market Manufacturers are now testing sensor-rich automated and potentially driverless vehicles that do not rely on connectivity with other vehicles across platforms. These developments present many challenges and opportunities across society, and in particular for state departments of transportation.

In the arena of connected vehicles, through the recently completed Safety Pilot in Ann Arbor, Michigan, the U.S. DOT tested the effectiveness of wireless connected vehicle technology in real-world, multimodal driving conditions, collecting data about how ordinary drivers adapt to connected vehicle technology and identifying potential safety benefits from it. This work was performed in support of the February 2014 (light vehicle) and projected 2015 (commercial vehicle) NHTSA decisions that would launch regulatory processes that require or incentivize all new vehicles are equipped with DSRC devices. In the realm of connected vehicles, the U.S. DOT has published a graphical representation of its vision for rollout, shown in Figure 1.1.

In August 2014, NHTSA published an advance notice of proposed rulemaking (ANPRM) related to: Vehicle-to-Vehicle (V2V) Communications (NHTSA 2014). Due to the significance of this issue, and based on public statements by the Secretary of Transportation and the National Transportation Safety Board, it is likely that the next step in the rulemaking process will occur later in 2015. This would mean that beginning on a future date (possibly in the 2019-2020 model year or earlier), potentially all new vehicles produced for sale in the U.S. would be required to be equipped with DSRC wireless communications capabilities.
It should be noted that NHTSA's authority includes regulation of automobile safety features, including airbags, seatbelts and electronic stability control, under the Federal Motor Vehicle Safety Standards (FMVSS). NHTSA conducts postproduction testing and also has recall authority. There are currently no federal regulations for self-driving or automated vehicle technologies. NHTSA did release a policy statement in 2013 (NHTSA, 2013) that a definition of automated vehicles and a summary of proposed research activities. NHTSA based its policy statement on four basic principles for vehicle testing:

1. Ensure that the process for transitioning from self-driving mode to driver control is safe, simple, and timely

2. Self-driving test vehicles should have the capability of detecting, recording and informing the driver that the system of automated technologies has malfunctioned.

3. Ensure that installation and operation of any self-driving vehicle technologies does not disable any federally required safety features or systems.

4. Ensure that self-driving test vehicles record information about the status of the automated control technologies in the event of a crash of loss of vehicle control.

At that time NHTSA recommended that states allow only testing of automated vehicles, and not public operation or deployment. NHTSA also stated that a licensed driver should be present in an automated vehicle who is ready to take over control if necessary.
Communication amongst and between vehicles and the infrastructure (including mapping services, traffic signals, work zone equipment, pavement sensors, and other infrastructure elements) would also have data and mobility benefits. These could include data-driven applications such as traveler information for freight and passengers, transit operations, network flow optimization, traffic signal systems and incident response, emergency staging and evacuation, as well as sustainability-related applications such as the AERIS program that aims to reduce emissions, fuel and energy consumption.

The U.S. DOT is now in the process funding pilot deployments of mobility and environmental-related applications and will continue doing so in the upcoming years. These deployments will include a set of regional pilots, as well as smaller and more self-contained projects focused on priority applications. As connected vehicle research moves into deployment, state and local governments, transit agencies, metropolitan planning organizations (MPOs) and the private sector will start feeling the effects of vehicles, after-market devices, mobile devices, and infrastructure with DSRC and other wireless connectivity at their cores.

The Oregon Department of Transportation (ODOT) can benefit from preliminary scoping, evaluation, and assessment of the impact of connected vehicles and infrastructure and a wide range of potential cooperative system applications. The agency can also benefit from being strategic about the impacts and opportunities with vehicles entering the fleet with increasing degrees of automation, as well as how best to enable manufacturers seeking to test automated and driverless vehicles on state-owned roads. With these issues in mind, decision makers in the State of Oregon can determine whether or not to pursue research, development and testing opportunities with automated vehicle developers, as well as the next phases of federal connected vehicle application funding. ODOT has been recognized as a leader in transportation innovation for over a hundred years (most recently and notably with the development of the Road Usage Charge Program) and with additional background, can make informed choices about whether to take a national leadership role in the automated and/or connected vehicle arenas, while assessing opportunities to join projects with other partners.

To better inform future policy directions on automated and connected vehicles in Oregon, this literature review and desk scan highlight an array of issues, categorized in twelve policy areas, about potential opportunities and challenges related to automated and connected vehicles for research, development and testing purposes. It also includes a comprehensive annotated bibliography containing addition literature resources and policy assessments.

New vehicles entering the market are including increasing degrees of automation. They often have automated system components such as:

- Adaptive cruise control
- Forward collision warning
- Blind spot warning
- Rear view camera
• Lane keeping systems
• Parking assist systems
• Traffic sign recognition
• Pedestrian alert systems
• Mayday systems (such as OnStar) with 911 connectivity
• Mobile phone integration with text messaging
• Internet connectivity with email and social media

As these automated system components are introduced to consumers, automobile manufacturers are also developing technologies to warn, assist and even control vehicle movements. This increasing automation will likely provide additional safety benefits while providing consumers with new comforts and conveniences. As no sources for this literature review suggest that future automated vehicles would not be "connected," with a need or ability to communicate with a centralized data repository, the infrastructure and/or other vehicles, it is assumed that V2X will be implemented in all new vehicles in the future, resulting in even greater consumer safety, comfort and convenience. After-market are also expected to be developed that will add necessary communication capabilities to existing vehicles that would result in improved consumer experiences.

Google and other technology manufacturers have drawn significant attention with the development and introduction of the driverless vehicle. This has captured the public's imagination and has led to widespread media coverage. Figure 1.2 shows the number of articles published in the media on the subject of driverless, automated or autonomous vehicles between 2008 and mid-2015, indicating the dramatic rise in numbers (source: LexisNexis).

![Number of Articles (LexisNexis)](image)

Figure 1.2: Number of Automated Vehicle Articles Published *(LexisNexis 2015)*
Since 2009, Google developed and tested at least a dozen different automated/ driverless vehicles equipped with sophisticated Light Detection and Ranging (LIDAR) range finding systems and high-resolution maps on public and private roads - totaling more than 800,000 test miles. Many auto manufacturers are also developing and testing automated/ driverless vehicles. In response, the California Department of Motor Vehicles issued automated vehicle testing permits to the following manufacturers:

- Audi
- Bosch
- Delphi
- Google
- Mercedes-Benz
- Nissan
- Tesla
- Volkswagen

These recent developments and advancements in vehicle automation build upon the global advancements, research and demonstrations described in the next section.

1.1 SELECTED HISTORY OF AUTOMATED VEHICLES

Increasingly, automated vehicles have received significant attention in the media, and to some degree in the academic literature, in recent years. This section summarizes some key elements in this history (Godsmark 2014), and highlights some concept vehicles by particular manufacturers or research teams. Table 1.1 illustrates a timeline of these advancements with vehicle automation. Many of these advancements have been supported by government investment in research, including the U.S. DOT's Automated Highway System (AHS) research program in the 1990s, and later by the Defense Advanced Research Projects Agency (DARPA). Federal, state and local agencies should continually be aware of technological developments in this area. For the State of Oregon, the introduction of increasingly automated and eventually driverless vehicles will have impacts on driver licensing, vehicle registration, roadway/highway operations, planning, design, data management and many other areas.

As noted in the table below, advancements in the development of automated individual/private vehicles has been notable over the past 40 years. Auto manufacturers and others are making individual and combinations of automation components available in vehicles that are on the market now. Manufacturers are predicting that increasingly automated vehicles will be available for consumers to purchase in the next few years. More recently, the potential for safety improvements and cost savings due to platooning of commercial trucks with semi-automated features is being discussed. Finally, for safety and cost savings benefits in fleet applications (e.g. 
taxis, public transportation including paratransit vehicles, and app-based on-demand ride services such as Uber, Lyft and Sidecar), the potential for automation is also receiving heightened attention (Rayle et al. 2014).

### Table 1.1: Automated Vehicle Timeline

<table>
<thead>
<tr>
<th>1977 Tsukuba Mechanical Engineering Lab, Japan</th>
<th>Followed a track of white striped lines on the road at speeds of 20 mph</th>
</tr>
</thead>
<tbody>
<tr>
<td>1985 Universitat der Bundeswehr, Germany</td>
<td>VaMoRs 5 ton van tested at speed up to 100 km/h</td>
</tr>
<tr>
<td>1994 PROMETHIUS Project, Europe</td>
<td>VITA II (Daimler Benz) and VaMP demonstrated with automated driving</td>
</tr>
<tr>
<td>Year</td>
<td>Event</td>
</tr>
<tr>
<td>------</td>
<td>-------</td>
</tr>
<tr>
<td>1996</td>
<td>ARGO, part of the PROMETHIUS Project, Italy</td>
</tr>
<tr>
<td>1997</td>
<td>PATH, University of California - Berkeley and U.S. DOT Automated Highway System (AHS) Demo</td>
</tr>
<tr>
<td>2005</td>
<td>Stanford Racing &quot;Stanley&quot;</td>
</tr>
<tr>
<td>Year</td>
<td>Event/Location</td>
</tr>
<tr>
<td>------</td>
<td>----------------</td>
</tr>
<tr>
<td>2007</td>
<td>DARPA Urban Challenge – Victorville, California</td>
</tr>
<tr>
<td>2008</td>
<td>Levandowski's Pribot</td>
</tr>
<tr>
<td>2009</td>
<td>Google Prius</td>
</tr>
<tr>
<td>2010</td>
<td>Audi Pikes Peak, Colorado</td>
</tr>
<tr>
<td>Year</td>
<td>Project/Institution</td>
</tr>
<tr>
<td>------</td>
<td>--------------------</td>
</tr>
<tr>
<td>2011</td>
<td>AutoNOMOS Labs Berlin Drive</td>
</tr>
<tr>
<td>2012</td>
<td>Google Lexus 450h</td>
</tr>
<tr>
<td>2013</td>
<td>Vislab BRAiVE, University of Parma, Italy</td>
</tr>
<tr>
<td>2013</td>
<td>Daimler/Mercedes-Benz Bertha Benz Road Trip - Mannheim to Pforzheim, Germany</td>
</tr>
<tr>
<td>Year</td>
<td>Event/Innovator</td>
</tr>
<tr>
<td>------------</td>
<td>----------------------------------</td>
</tr>
<tr>
<td>2013</td>
<td>Scania Transport Laboratory, Sweden</td>
</tr>
<tr>
<td>2014</td>
<td>Induct Navya</td>
</tr>
<tr>
<td>2014</td>
<td>Google</td>
</tr>
<tr>
<td>2014</td>
<td>Google Prototype Vehicle</td>
</tr>
<tr>
<td>Year</td>
<td>Event</td>
</tr>
<tr>
<td>--------</td>
<td>----------------------------------------------------------------------</td>
</tr>
<tr>
<td>2014-17</td>
<td>Volvo &quot;Drive Me,&quot; Gothenberg, Sweden</td>
</tr>
<tr>
<td>2015</td>
<td>Tesla &quot;Autopilot&quot;</td>
</tr>
<tr>
<td>2015</td>
<td>Acura RLX</td>
</tr>
<tr>
<td>2015</td>
<td>Delphi cross country trip</td>
</tr>
<tr>
<td>Year</td>
<td>Event Description</td>
</tr>
<tr>
<td>------------</td>
<td>-----------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>2014</td>
<td>Freightliner Inspiration Truck</td>
</tr>
<tr>
<td>2014</td>
<td>Peloton Truck Platooning</td>
</tr>
<tr>
<td>2015</td>
<td>Mercedes-Benz F015 Concept</td>
</tr>
<tr>
<td>2015</td>
<td>Uber Advanced Technologies Center</td>
</tr>
</tbody>
</table>
1.2 AUTOMATED VEHICLES AND CONNECTIVITY

In December, 2014, the Transportation Research Board (TRB) held a webinar on Automated Vehicles and Connected Vehicles for TRB Standing Committee Chairs (see https://vimeo.com/114264596). This event provided a valuable update on the state of the art of connected and automated vehicles. In this chapter, we have chosen to use the term "automated" vehicle rather than "autonomous," primarily because the word "autonomous" implies a degree of self-government and independence that is not appropriate for our transportation system. According to the Oxford English Dictionary (OED) we have the following definitions for automate and automation (Shladover 2014):

- Automate: to apply automation to; to convert to largely automatic operation.

- Automation: automatic control of the manufacture of a product through a number of successive stages; the application of automatic control; the use of electronic or mechanical devices to replace human labor.
On the other hand the OED includes the following definitions for autonomy and autonomous:

- **Autonomy**: the right of self-government, of making its own laws and administering its own affairs; the condition of being controlled only by its own laws and not subject to any higher one; a self-governing community.

- **Autonomous**: of or pertaining to an autonomy; possessed of autonomy, self-governing, independent.

From these definitions it follows that for a societal transportation system that includes rules, regulations and laws, that the automation concept is more appropriate, rather than an autonomous concept that aims for self-governance and independence. In our society we currently agree that cooperation is important in transportation, where we share the right of way among a wide range of user types. We accept the need for driver licensing, vehicle registration, planning and design standards, as well as accepted control strategies for intersections and access to the shared network. With the introduction of connected and increasingly automated vehicles, we will experience a transition with a wide range of vehicle types and capabilities. Shladover (2014) indicates that "connectivity integrates vehicles and roadway infrastructure into a transportation system," while automation "overcomes driver limitations." It is this exciting combination that will result in benefits for the systems users.

### 1.2.1 Automated Vehicles Require Some Degree of Connectivity

In published accounts describing Google's approach toward testing and demonstrating automated vehicles, it is emphasized that the driverless capability is enabled by the combination of data generated in real time by on-board sensors (radar, video, GPS, LIDAR, inertial measurement, and wheel encoder) plus high-resolution maps obtained and recorded previously through other sources and by other vehicles (Guizzo 2011).

What is not often mentioned or emphasized is that each vehicle via the "Cloud," or through wireless connectivity acquires the high-resolution map data. This is further expanded upon in an article (Madrigal 2014) that describes the "virtual track" that Google has created in Silicon Valley, which by itself would not allow the Google car to perform as well in other locations. The "virtual tracks" are described as "ultra-precise digitizations of the physical world, all the way down to the tiny details like the position and height of every single curb" (Madrigal 2014). These digital maps are continuously augmented by each driverless vehicle's experience, and thus require a form of "connectivity" among similarly equipped vehicles. It appears that Google has digitized approximately 2,000 miles of roadways (of the total 4 million in the U.S. as of 2014 (Madrigal 2014). According to Google, some level of processing happens on board each vehicle, while other "big" computation and data processing are "done by the teams back at Google's server farms." This implies that a wireless connection needs to be in place in order for automated vehicles to be operated. It has also been mentioned that knowledge of each road's speed limit is included in the automated vehicle map database (Markoff 2010).
1.2.2 Automated Vehicles May Derive Additional Safety Benefits through Connectivity

As currently conceived, automated vehicles rely on detailed prior map data plus real time high resolution sensing in order to safely navigate through the traffic stream. There are still many research questions that will need to be answered regarding the deployment of automated vehicles, but it is reasonable to expect that there may be limitations to their ability to perform in certain weather conditions. For example rain and snow will obscure road markings. In addition physical obstructions to sensor "sight" lines, such as buildings, trees, highway structures, vertical and horizontal curvature, and other geometric elements cannot be penetrated. These issues may be resolved technically in the future.

These examples reveal that it may be beneficial for automated vehicles to also take advantage of safety benefits enabled through connectivity using DSRC. It is by no means definitive, but it is hard to imagine that manufacturers and consumers of future automated vehicles would not want to take advantage of DSCR enabled applications that could dramatically improve safety, particularly under inclement weather conditions and in situations where sight lines are obscured.

Additionally, Schladover (Schladover 2014) states that "anything you can do unconnected you can do better connected." From a user standpoint, connectivity can provide better information and guidance about traffic, highway and weather conditions (I2V) as well as better information about vehicle movements to other vehicles and drivers (V2V).

1.2.3 New Automated Vehicles May Be Required to Be DSRC Enabled

As noted earlier, the U.S. DOT is considering a rule that would require (or possibly incentivize) DSRC connectivity in all new vehicles. Thus, logically, if a new automated vehicle is produced in the U.S. after such a rule is in effect, then that automated vehicle would also be required to be connected. Figure 1.3 below illustrates a logical tautology that explores the possible options.
Figure 1.3: Logical Tautology for the Potential for Automated Vehicles to Be Connected
As indicated, if NHTSA does not pursue a rule requiring or incentivizing new vehicles to be connected with DSRC then automated vehicles would likely not be connected. However with such a requirement it would be expected that new automated vehicles would be connected, and possibly used vehicles would also achieve connectivity via after-market solutions. In accordance with this, the U.S. DOT has stated that the future focus is on connected automation, as shown in Figure 1.4.

Figure 1.4: U.S. DOT Approach to Connected Automation

1.3 COMBINED BENEFITS OF AUTONOMY AND COOPERATION

A key feature of automated vehicles is that they are not reliant on the existence of technology in other vehicles or on the roadside. In Figure 1.5 below (Wallace and Silberg 2014) this feature is represented along the vertical axis, where a vehicle becomes increasingly automated without any cooperation from other vehicles or infrastructure. This does not imply that a fully automated vehicle is not "connected," as most automated vehicle concepts rely on a very detailed "map" for the vicinity that a vehicle can operate within. “Cloud”-based map data will be complemented with high-resolution data sourced at the vehicle’s position through LIDAR or video imaging.

Given such systems, many predict that the future will include increasing degrees of automation with increasing degrees of connectivity.
Increasing along the horizontal axis illustrates that the U.S. DOT's connected vehicle initiatives rely on increasing connectivity and cooperation with use of relatively low cost in-vehicle and roadside devices to achieve safety benefits plus additional advantages in mobility, efficiency, comfort, convenience and sustainability (reduced emissions, fuel and energy consumption). Increasing levels of automation and connectivity may converge with increasing levels of cooperation in the future. Cooperative systems may also be available to a larger number and wider spectrum of consumers at an increasingly lower cost.

1.4 PREDICTIONS

As an output of the 2014 Automated Vehicle Symposium (AVS 2014), participants completed a survey designed to gauge the potential for automated vehicle deployment. Figure 1.6 below illustrates the distributions of responses among symposium attendees regarding the likely deployment timelines for vehicle automation systems falling within SAE levels 3 (conditional), 4 (high) and 5 (full automation).
Claims by manufacturers, while informative, should also be interpreted with some degree of caution. A selective scan of manufacturer’s public statements reveals the following predictions (Bierstedt et al. 2014):

- 2015: Audi plans to market vehicles that can autonomously steer, accelerate and brake at lower speeds, such as in traffic jams.

- 2015: Nissan expects to sell vehicles with autonomous steering, braking, lane guidance, throttle, gear shifting, and, as permitted by law, unoccupied self-parking after passengers exit.

- 2016: Mercedes plans to introduce "Autobahn Pilot" (Highway Pilot) which will enable, hands-free highway driving with autonomous overtaking of other vehicles.

- 2016: General Motors plans to offer Cadillac model vehicles with "Super Cruise," which includes autonomous steering, braking, speed control and lane guidance (2017 model year). Some parts of trips could be even made without the driver touching the steering wheel or pedals.
• Mid-2010s: Toyota plans to launch near-autonomous vehicles dubbed “Automated Highway Driving Assist” with lane trace control and cooperative-adaptive cruise control.

• 2016: Tesla expects to develop technology that operates autonomously for 90 percent of distances driven.

• 2017: U.S. DOT anticipates enacting a rule that mandates V2V technology in all new vehicles.

• 2017: General Motors intends to equip the Cadillac CTS with V2V technology.

• 2018: Nissan anticipates offering a feature that enables vehicles to autonomously maneuver on multi-lane highways.

• 2018: Google expects to release autonomous car technology.

• 2020: Volvo envisions cars that make drivers and passengers immune from crash-related injuries and fatalities.

• 2020: General Motors, Mercedes-Benz, Audi, Nissan, BMW, Renault, Tesla and Google all expect to be selling vehicles (or enabling components in vehicles) that can drive themselves at least part of the time.

• 2024: Jaguar expects to release an autonomous car.

• 2025: Daimler and Ford expect autonomous vehicles on the market.

• 2025: Most new General Motors vehicles will have automated driving functions and V2V technology.

For insight on achieving these predictions, the proceeding Automated Vehicles Desk Scan highlights the current state of automated vehicles, with emphasis on twelve key policy areas.
2.0 AUTOMATED VEHICLES DESK SCAN

“Maybe five or six years from now I think we’ll be able to achieve true autonomous driving where you could literally get in the car, go to sleep and wake up at your destination.” – Elon Musk as told to Bloomberg Television, October 10, 2014.

As discussed in the previous sections, the Google driverless car has arrived on the scene and vehicles with increasing amounts of automation are on the market. Yet few state, regional, or local agencies enacted planning, operations, policies, or legislation in preparation for the arrival of connected and/or automated vehicles. With this in mind, according to a 2013 article by the Cable News Network (CNN), documenting an inaugural ‘FutureCast’ event featuring fifty innovative entrepreneurs, executives, policy makers and writers gathered “to discuss how online technology is transforming transportation” and rethink travel in today's networked society [and] the digital age (Keen 2013). The underlying theme of the event was how leaders could avoid succumbing to a ‘Kodak Moment,’ “referring to the way in which the photography company Kodak was catastrophically blindsided by the digital revolution in photography, [a poster child for] every traditional CEO's worst nightmare.” (Keen 2013)

Leaders at the FutureCast event recognized that society is on the cusp of a significant paradigm shift as transportation safety innovation and digital communication technology converge. “We can't go on as we have,” one participant indicated. “We are running out of fuel; the current set of technologies we have are reaching a natural limit” while undesirable transportation externalities, like vehicular crashes, continue to persist. (Keen 2013)

Given this, and that two of Oregon’s bordering states – California and Nevada – have already enacted recent legislation for licensing and testing automated vehicles, Oregon policymakers may seek to consider the extent of leadership and participation that the State of Oregon will have in the technology’s development, and also assess resources it could dedicate to secure future federal pilot opportunities related to connected/automated vehicles, create strategic partnerships and begin discussions with constituents of opportunistic state investments in vehicle connectivity and automation.

The U.S. DOT, in collaboration with organizational, agency and private-sector partners, has been taking an active leadership role in advancing research and deployment concepts for connected and automated vehicles. The U.S. DOT also continues to firmly defend a 2004 Federal Communications Commission (FCC) decision to reserve the 5.9 GHz broadband spectrum – often recognized as a critical component to successful connected vehicle deployment – for sole use in vehicle safety applications to help ensure low latency and reliability for connected vehicles (AASHTO tech memo n.d.). According to a February 2014 U.S. DOT press release, “NHTSA will [also] begin working on a regulatory proposal that would require [V2V] devices in new vehicles in a future year, consistent with applicable legal requirements, Executive Orders, and guidance,” a statement which the agency believes “will significantly enhance development
of this technology and pave the way for market penetration of V2V safety applications” (Naylor 2014).

Decoupling automated vehicles from connected vehicles is difficult from a policy perspective, because many of the benefits and implementation issues overlap. The enabling technologies for each type, such as advanced mapping, sensing, communications and data processing capabilities are all complimentary. Meaningful academic literature on these two topics is still developing and is complimented by numerous articles and publications in the popular trade magazines and mainstream media. Establishment of rigorous and definitive gathering places for researchers, institutions and manufacturers interested in and working on automated vehicles is a relatively recent phenomenon. Transportation Research Board (TRB) committees on intelligent transportation systems (AHB15) and vehicle-highway automation (AHB30) began collaborating in 2012 when they jointly held the first Road Vehicle Automation Workshop in Irvine, California. The Second Workshop on Road Vehicle Automation held in 2013 at Stanford University and the 2014 Automated Vehicles Symposium held near San Francisco, California followed. The 2015 Automated Vehicles Symposium will be held in Ann Arbor, Michigan. These forums are adding to the foundation of knowledge on autonomous vehicles and will ideally increasingly stimulate more academic research in the future. (TRB 2014)

In order to provide a collective framework for exchanging information on vehicle automation, the international Society of Automotive Engineers (SAE International) has published a taxonomy (J3016) for automated driving (SAE International 2014), defined in six categories. The first three levels include human drivers monitoring the driving environment (levels 0, 1 and 2). The other three levels (3, 4 and 5) define automated systems that monitor the driving environment. The taxonomy levels include:

**No Automation (SAE Level 0):** The full-time performance by the human driver of all aspects of the dynamic driving task, even when enhanced by warning or intervention systems.

**Driver Assistance (SAE Level 1):** The driving mode-specific execution by a driver assistance system of either steering or acceleration/deceleration using information about the driving environment and with the expectation that the human driver perform all remaining aspects of the dynamic driving task.

**Partial Automation (SAE Level 2):** The driving mode-specific execution by one or more driver assistance systems of both steering and acceleration/deceleration using information about the driving environment and with the expectation that the human driver perform all remaining aspects of the dynamic driving task.

**Conditional Automation (SAE Level 3):** The driving mode-specific performance by an automated driving system of all aspects of the dynamic driving task with the expectation that the human driver will respond appropriately to a request to intervene.

**High Automation (SAE Level 4):** The driving mode-specific performance by an automated driving system of all aspects of the dynamic driving task, even if a human driver does not respond appropriately to a request to intervene.
**Full Automation (SAE Level 5):** The full-time performance by an automated driving system of all aspects of the dynamic driving task under all roadway and environmental conditions that can be managed by a human driver.

NHTSA similarly defined categories to establish common vocabulary for vehicle connectivity between stakeholders. These levels include:

**No-Automation (Level 0):** The driver is in complete and sole control of the primary vehicle controls – brake, steering, throttle, and motive power – at all times.

**Function-specific Automation (Level 1):** Automation at this level involves one or more specific control functions. Examples include electronic stability control or pre-charged brakes, where the vehicle automatically assists with braking to enable the driver to regain control of the vehicle or stop faster than possible by acting alone.

**Combined Function Automation (Level 2):** This level involves automation of at least two primary control functions designed to work in unison to relieve the driver of control of those functions. An example of combined functions enabling a Level 2 system is adaptive cruise control in combination with lane centering.

**Limited Self-Driving Automation (Level 3):** Vehicles at this level of automation enable the driver to cede full control of all safety-critical functions under certain traffic or environmental conditions and in those conditions to rely heavily on the vehicle to monitor for changes in those conditions requiring transition back to driver control. The driver is expected to be available for occasional control, but with sufficiently comfortable transition time. The Google car is an example of limited self-driving automation.

**Full Self-Driving Automation (Level 4):** The vehicle is designed to perform all safety-critical driving functions and monitor roadway conditions for an entire trip. Such a design anticipates that the driver will provide destination or navigation input, but is not expected to be available for control at any time during the trip. This includes both occupied and unoccupied vehicles (RITA 2014).

To build on the strong leadership already taken by the U.S. DOT, there is a range of issues that states like Oregon could begin assessing to help better inform the federal government and its partners on state-specific needs and opportunities in the context of automated and connected vehicle deployment. To aid in this effort, this desk scan includes a summary of twelve categories of contemporary literature to help the State of Oregon explore policy and technical questions related to the upcoming, near-term deployment of automated vehicles. Many of the issues framed here also apply to connected vehicles and cooperative systems more broadly. Building on a policy research framework developed at the U.S. DOT, these key categories include:

1. Liability
2. Implementation
3. Privacy
4. Cyber Security
5. Governance
6. Risk
7. Certification
8. Data
9. Legislation
10. Deployment Approach
11. Financing
12. Sustainability

As these categories are closely linked it's difficult to draw perfect policy boundaries between them. The categories may be better understood as a twelve piece jigsaw puzzle (see Figure 2.1) that need to fit cohesively together at the governmental, technological and private sector levels. Each of the pieces is described in further detail below.
While thinking about particular policy issues to be considered, we recognize that in the U.S. some policy issues fall to particular levels of government and thus require different timeless, processes, and inputs, as well as requiring different types of leadership. As noted earlier, there are currently no federal regulations related to automated vehicles. According to Lappin (Lappin 2014), Table 2.1 demonstrates one potential way of thinking about state and local agency policy roles.
Table 2.1: State and Local Policy Roles (Lappin 2014)

<table>
<thead>
<tr>
<th></th>
<th>Vehicle Operation, Safety and Accountability</th>
<th>Infrastructure Planning, Development, Operation and Maintenance</th>
</tr>
</thead>
<tbody>
<tr>
<td>STATE</td>
<td></td>
<td></td>
</tr>
<tr>
<td>State Legislature</td>
<td>✔</td>
<td>✔</td>
</tr>
<tr>
<td>State DMV</td>
<td>✔</td>
<td></td>
</tr>
<tr>
<td>State Police</td>
<td>✔</td>
<td></td>
</tr>
<tr>
<td>State Insurance</td>
<td>✔</td>
<td></td>
</tr>
<tr>
<td>State DOT</td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>LOCAL</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Regional Planning (MPO)</td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>Transit</td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>County</td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>Municipality</td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>Toll Authority</td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>Port</td>
<td></td>
<td>✔</td>
</tr>
</tbody>
</table>

2.1 LIABILITY

Liability is a significant concern regarding automated and connected vehicles. Who is legitimately at fault in a crash involving an automated vehicle or a vehicle equipped with vehicle-to-vehicle/infrastructure/person (V2X) technology that temporarily or permanently takes control from human driving remains a legal uncertainty. The topic is commonly cited as a primary challenge for widespread automated vehicle and V2X deployment.

A 2013 report on connected vehicles by the U.S. General Accounting Office (GAO) specifically identifies four key liability questions that should be explicitly addressed by the U.S. DOT (presumably with consultation from agency partners like state and local DOTs) to provide automobile and V2X communication device manufacturers the full confidence to move forward on technology development without inefficient delay (GAO 2013). These questions, which should also be extended to automated vehicles, include:

- Who is at fault when a crash a crash occurs between two automated or V2X-equipped vehicles – one of the drivers, one of the automobile manufacturers, one of the [automated or] V2X device manufacturers, or another party?

- Who owns and/or has access to the data transmitted between automated and V2X-equipped vehicles?

- Who is liable in a crash when automated or V2X technologies are not functioning properly, including factors like data transmission delay, hacking and inaccurate GPS readings?

- Will aftermarket devices installed on existing vehicles provide the same quality of data as automated or V2X factory-equipped vehicles, and who liable in a crash when such inconsistency exists? (GAO 2013)
The same GAO report also suggests that existing in-vehicle automation applications on the market today (such as adaptive cruise control) already have associated liability and that “if the automobile industry ensures that [automated or V2X] technologies work properly before deployment, [they] should not pose any greater liability risks than existing sensor-based crash avoidance technologies” and may not demand additional legislation. (GAO 2013)

Despite this viewpoint from the GAO, a 2014 report on automated vehicles by the RAND Corporation predicts that manufacturer liability will likely increase (Andersen 2014) as automated vehicles are introduced in the market. Manufacturers, the report indicates “are likely to understate system capabilities during advertising, educate owners when purchasing vehicles with these capabilities, and require drivers to acknowledge that they understand the limitations in some way before the [automatic driving or V2X] technologies can be activated” and insisting that drivers remain responsible for the actions of their vehicles. (Andersen 2014) This is consistent with existing state motor vehicle registration and licensing actions, which require the presence of a licensed driver in a moving vehicle with the ability to take control if needed.

Still, the authors of the RAND report, through their exploration of tort law in the U.S., expect liability for drivers and owners of automated and V2X-equipped vehicles to decrease given the predicted reduction of crashes (NHTSA forecasts a reduction of 80% of unimpaired driver crashes) and lower insurance costs that are expected to result from automated vehicle and V2X deployment. This decrease will presumably spur some demand for automated vehicle and V2X technology by consumers and insurance companies, and motivate manufacturers to push for near-term solutions to deployment uncertainties. (Andersen 2014) Possible legislative solutions identified in the RAND report are discussed more in section 2.9 – Legislation.

Liability issues regarding automated and connected vehicles have also catalyzed a substantial amount of literature on moral decisions that automated and V2X-equipped vehicles might have to make, especially when these vehicles are nearer to the fully automated and driverless end of the spectrum, where human drivers (or occupants in the case of driverless vehicles) would presumably be less at fault. A 2014 report by Fagnant and Kockelman for the Eno Center for Transportation, for example, questions the degree that automated vehicles should prioritize minimizing injuries to its occupants versus to others parties involved in an inevitable crash, and even whether vehicle owners would be allowed to adjust vehicle settings for the automated system to determine this (Fagnant and Kockelman 2014). As vehicles become increasingly programmed to make more informed decisions, such philosophical discussions may help inform near-term decisions while setting a foundation for the evolution toward fully automated and driverless transportation in the future.

While liability issues present challenges to widespread adoption of automation and V2X technology in vehicles, recent reports and articles nearly unanimously indicate that informed and collaborative decision making that results in clear and consistent federal and/or state legislation on liability is worth the effort to gain the transformative benefits provided by automation and V2X. Sensor-based, semi-automated vehicle technology available today will likely also provide increasing insights into how liability will impact vehicles sold with more extensive automated features in years to come. (Fagnant and Kockelman 2014)
2.2 IMPLEMENTATION

In many regards, vehicle automation and connected vehicle technologies are already being implemented. Most major automobile manufacturers have released or are in the process of introducing sensor-based, driver-assist functions such as traffic jam assist, adaptive cruise control, front end collision warning with automated braking, parking assist, lane keeping and blind spot warnings. An advertisement by Hyundai promoting auto-emergency braking on its Genesis models even appeared during the 2014 Superbowl XLVIII broadcast, illustrating how one car company is confident enough to highlight its driver-assist technology to 167 million viewers in the United States. Automobile manufacturers, as well as other key players such as Google, are predicting their release of fully automated driving functionality by 2020 (Berman 2013). Clearly there are multiple unresolved implementation steps between now and that time.

Likewise, innovations in wireless technologies and wireless data communications have fundamentally transformed the lives of many people. Despite concerns for driver workload, driver distraction and lack of true standards for human machine interfaces (HMI), these innovations have been integrated into vehicles. Bluetooth technology allows people to adjust radio stations or engage in hands-free conversations with their smartphones. Global Positioning Systems (GPS) enable drivers to navigate to their destinations without the long-revered practice of pulling a paper map out of the glove box or asking for directions. Internet communication allows a quick search of restaurants and hotels, or check near real-time weather and travel conditions ahead. Some unintended consequences, such as the perils of distracted driving, have been addressed through NHTSA guidelines (NHTSA 2013).

Given this, it may not be a stretch for some to imagine widespread vehicle automation and V2X applications. The U.S. DOT and organizations like the American Association of State Highway and Transportation Officials (AASHTO) already have done so, as illustrated in their Connected Vehicle Field Infrastructure Footprint Analysis. This footprint analysis identifies three primary milestones: a NHTSA decision to consider DSRC rulemaking for light vehicles (delivered in February 2014); a NHTSA decision to consider DSRC rulemaking for heavy vehicles (expected in 2015); and FHWA infrastructure development deployment guidance (also expected in 2015) (AASHTO undated). According to AASHTO, “vehicles equipped with DSRC may begin rolling off the production line in late 2019 [and will] broadcast information such as their location, speeds, and direction of travel through the high-speed communication of DSRC.” (AASHTO undated) This analysis will serve as a guide for state and local transportation agencies, describing collaborative public and private sector multimodal V2X applications and infrastructure needs regardless of the type of wireless communication technology utilized. (AASHTO undated)
Until now, AASHTO has not produced a comprehensive guidance document for state DOTs regarding automated vehicles. However, the National Cooperative Research Program (NCHRP) project 20-24(98) has developed a Connected/Automated Vehicle Research Roadmap for AASHTO, which maps out 23 projects that it predicts will bring results to fruition over the next five years. These projects will likely include:

- **Institutional and Policy**
  1.1 Implications of Automation for Motor Vehicle Codes
  1.2 Business models for CV/AV infrastructure deployment
  1.3 Public agency actions to facilitate CV/AV implementation
  1.4 Harmonization of state regulations
  1.5 Federal-state-local boundaries of responsibility
  1.6 Lessons learned from other transportation technology rollouts
  1.7 Lessons learned from CV Pilot Deployments

- **Infrastructure Design and Operations**
  2.1 Roadway infrastructure design
  2.2 Tools for predicting CV/AV impacts
  2.3 CV/AV applications for maintenance fleets
  2.4 Relationships of CV and AV systems
  2.5 Traffic control strategies with consideration of AV
  2.6 Dedicated lanes for CV/AV operation
  2.7 Geometric design concepts for AV systems
  2.8 Cyber security implications of CV/AV on state and local operating agencies
  2.9 Workforce capability strategies for state and local agencies
  2.10 Data management strategies for CV/AV applications

- **Planning Issues**
  3.1 Including consideration of AV systems in the regional planning process
  3.2 Assessing transportation system impacts of CV/AV
  3.3 Effects of CV/AV on land use, travel demand, and traffic impact models

- **Modal Applications**
  4.1 Impacts of transit system regulations and policies on CV/AV technology introduction
  4.2 CV/AV applications for Long-haul freight operations
  4.3 Benefit/Cost analysis of AV transit systems

As indicated most of these topics address both connected and automated vehicles. Several, including 1.1, 2.1, 2.5, 2.7, 3.1, and 4.3 deal specifically with automated vehicle technology. There is an opportunity for ODOT to recommend staff members or stakeholders to serve on NCHRP panels that will be formed to select contractors and oversee the progression of the research efforts. The results of this work will materialize several years in the future, well beyond some of the projected dates mentioned in section 1.3 - Predictions.

Completed in 2013, the U.S. DOT’s National Connected Vehicle Field Infrastructure Footprint Analysis identified nine deployment concepts, describing each concept in detail, the current state
of its development and its applicability (U.S. DOT 2013). The analysis also highlights considerations common to all concepts, which are in some cases also relevant to automated vehicle deployment, including required system architecture, service, siting and components, as well as privacy, cyber security, certification and data management, topics also described in more detail in later sections of this literature review. (U.S. DOT 2013) The deployment concepts include:

1. Rural roadway
2. Urban highway
3. Urban intersection
4. Urban corridor
5. International land border crossing
6. Freight intermodal facility
7. Smart roadside freight corridor
8. DOT operations and maintenance
9. Fee payment

Most of these concepts are seemingly directly applicable to Oregon – the exceptions being the international land border crossing, and possibly fee payment, which would require state legislative commitment to the tolling of state roadways. All concepts suggest maximizing optimization of V2X benefits through a combination of DSRC and cellular communications to ensure minimal latency and redundancy while also maintaining financial viability. (U.S. DOT 2013)

According to the Connected Vehicle Field Infrastructure Footprint Analysis, state and local DOTs may have specific interest in elements such as “traffic signal interfaces or roadside equipment to send infrastructure information or to receive DSRC messages broadcast from vehicles” (AASHTO undated). It suggests that these DOTs consider private sector partnerships to help implement some of these elements, as well as to aid vehicle-based safety applications and data security management. (AASHTO undated)
Also guiding V2X implementation is extensive scientific research that was performed in 2013 as part of the 3,000-vehicle Safety Pilot project hosted by the U.S. DOT with research and development partners from University of Michigan’s Transportation Research Institute and private industry (FHWA 2014). The pilot, conducted in Ann Arbor, Michigan (see Figure 2.2) over the course of a year (later extended), tested multiple real-world V2X components and applications using actual drivers in a data-rich environment. (FHWA 2014)

Collaborative partnerships are an overarching theme in federal documents related to the effective implementation of V2X. The Connected Vehicle Field Infrastructure Footprint Analysis highlights the importance of state and local DOT guidance to develop the partnerships and testing opportunities that will inform V2X implementation. “The more [V2X] infrastructure is deployed nationwide using common standards” the footprint analysis states, “the more likely applications will be developed to take advantage of new safety, mobility, and environmental opportunities… deploying on a broad scale improves the benefits for all.” (AASHTO undated)

Despite the many government- and industry-led efforts to bring V2X technology closer to implementation, many reports and articles still recognize significant deployment obstacles. The RAND report on automated vehicles states that despite the tangible benefits of connected and automated vehicles, “At this stage, there are still more questions than answers” on their widespread implementation (RAND 2014).

One of the greatest implementation questions is whether the significant projected benefits can be achieved at a cost that is affordable for most people. “The increased freedom granted to the elderly and disabled cannot be overemphasized, but these populations are also poorer and often on a fixed income,” according to one article. “Could they afford a driverless car?” (Blumgart
Cost challenges could presumably raise concerns about equity. But at the same time, innovations such as car sharing, other forms of mobility services provided in the shared economy, or even application-based on-demand ride services involving automated vehicles could provide more equitable options for users in the future.

While literature that explores implementation of connected and automated vehicles generally concurs that there remain many unanswered questions, it also commonly acknowledges the steadily increasing progress that is being made on implementation by government agencies, transportation organizations, freight advocates, automobile companies and technology manufacturers. The federal government recognizes the importance of effective partnership building, as well as developing and rigorously testing of vast array of beneficial applications. Building connected vehicles and engineering a V2X system are seemingly much less of an overall concern than overcoming likely and potentially yet unforseen challenges that government decision making will need to address. Likewise, gaining and maintaining public trust in V2X technology through successful performance, according to much literature, will better ensure its seamless integration.

2.3 PRIVACY

The 2014 RAND Corporation report on automated vehicles indicates that data ownership and user privacy are inextricably linked (Andersen 2014). Automated vehicle and V2X data would presumably be of high value to entities such as the insurance industry, retailers and law enforcement agencies, yet much uncertainty exists on exactly who will own, maintain legal control of and have the ability to destroy collected data. (Andersen 2014) As such, ensuring privacy from collected automated vehicle and V2X data is a key policy area demanding considerable analysis.

According to the 2013 GAO report on connected vehicles, V2X communication security systems “would contain multiple technical, physical, and organizational controls to minimize privacy risks—including the risk of vehicle tracking by individuals and government or commercial entities” (GAO 2013). The report also indicates that the U.S. DOT will be required by law to develop a comprehensive privacy impact assessment and will, in the interest of ensuring transparency, “communicate what V2V data is generated by a vehicle, the extent to which it can be linked to drivers, and who or what entities—both legally and technologically—will be able to collect, use, and share the data,” although it may seek from Congress “limitations on the use of V2V data by entities over which the department lacks regulatory authority.” (GAO 2013)

A 2013 report by the Eno Center for Transportation indicates that, with regard to automated vehicles, like legislative debates in places like California other U.S. states will likely deliberate widespread public concern over data privacy during their own legislative processes (Fagnant and Kockelman 2013). While automobile manufacturers will likely be the sole owners of data from automated vehicles, data from vehicles where drivers maintain some level of vehicular control will likely be made available only at the discretion of drivers or vehicle owners. (Fagnant and Kockelman 2013) The Eno Center report states that 96 percent of new vehicles sold in the U.S. already come equipped with event data recorders that track vehicle actions moments before and after a crash, and that NHTSA is considering near-term mandates that event data recorders be factory-installed in all new vehicles under 8,500 lbs. (Fagnant and Kockelman 2013) The report
also indicates that, “while some states restrict insurance company access to such data (and require a warrant for access), in much of the U.S. data ownership and control remain undefined.” (Fagnant and Kockelman 2013) Clearly this is an arena where much additional work remains to be done.

As is the case with other automated vehicle-related policy issues, unresolved privacy concerns pose a potential barrier to widespread automated vehicle implementation. Federal policymakers should examine the potential for uniform national guidance that minimizes wide ranging and inconsistent state-specific responses while providing and maintaining consumer confidence in data security – particularly given the recent attention from privacy encroachments by the federal government – and that personal privacy inherent in collected automated or connected vehicle data is not being abused. (Fagnant and Kockelman 2013) “Unless strong protections are enacted in the new regulations, once again society will be forced to play catch-up in dealing with the impact of the privacy-invading aspects of a new technology” one article warns (Heller 2014). The RAND report cites that solutions that “anonymize vehicle data and aggregate them so that it does not reveal drivers’ personally identifiable information” are already in use in some capacities (Andersen 2014). Insistence that collected V2X data is anonymous in all but critical circumstances or in instances, such as tolling and traffic enforcement that result from a vetted and transparent public processes, is imperative.

2.4 CYBER SECURITY

In world all too familiar with computer viruses, hacks and cyber attacks, as well as terrorist threats – whether actual or perceived – regularly appearing in national headlines, its no surprise that ensuring vigorous cyber security is a primary expectation for widespread automated vehicle and V2X connected vehicle implementation. Cyber attacks on vehicle networks causing personal data theft, traffic congestion and even crashes that result in serious injuries or fatalities are not unfathomable, particularly given that each connected or automated vehicle or infrastructure component represents a potential access portal for illicit system disruption (Fagnant and Kockelman 2013). “[The] threat is real and a security breach could have lasting repercussions.” (Fagnant and Kockelman 2013) “The security requirements for [connected and automated vehicle] communications may be a potential inhibitor to mass deployment” (Andersen 2014). It is understood that "all vehicle-related data needs to be transmitted through secured networks, and all individuals interacting with the vehicle need to be authenticated." (Miller 2014) In addition, all "vehicle-related data will need to be secured across inter-vehicle communications, as well as device-to-vehicle, vehicle-to-vehicle and infrastructure-to-vehicle communications." (Miller 2014)

As positive public perception of vehicle automation and V2X applications is critical for the technology’s widespread implementation, fully understanding of people’s concerns is critical when developing an effective implementation strategy. A recent study performed by the University of Michigan’s Transportation Research Institute does just that, as indicated in Table 2.2. When respondents in the United States, United Kingdom and Australia were asked how concerned they were about system and vehicle security issues related to connected vehicles, a majority of respondents indicated that they were ‘moderately concerned.’ Over one-third of respondents in the United States, however, specifically indicated that they were ‘very concerned’ about system and vehicle security related to connected vehicles, as well as “data privacy location
and speed tracking” and “drivers relying too much on the technology.” (Schoettle and Sivak 2014) Similarly, another recent study concluded that 52 percent of adults in the United States “fear a hacker could breach the driverless car’s system and gain control of the vehicle” (Seapine 2014).

Table 2.2: Percentage of responses, by country, to: “How concerned are you about the following issues related to connected vehicles?” (The most frequent response is shown in bold.) Source: Schoettle and Sivac, University of Michigan Transportation Research Institute (UMTRI)

<table>
<thead>
<tr>
<th>Possible concern</th>
<th>Response</th>
<th>U.S.</th>
<th>U.K.</th>
<th>Australia</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>System security (from hackers)</td>
<td>Very concerned</td>
<td>36.5</td>
<td></td>
<td>37.6</td>
<td>37.2</td>
</tr>
<tr>
<td></td>
<td>Moderately concerned</td>
<td>35.1</td>
<td>39.0</td>
<td>37.6</td>
<td>37.2</td>
</tr>
<tr>
<td></td>
<td>Slightly concerned</td>
<td>22.0</td>
<td>25.0</td>
<td>23.8</td>
<td>23.6</td>
</tr>
<tr>
<td></td>
<td>Not at all concerned</td>
<td>6.4</td>
<td>11.2</td>
<td>10.2</td>
<td>9.3</td>
</tr>
<tr>
<td>Vehicle security (from hackers)</td>
<td>Very concerned</td>
<td>35.4</td>
<td>24.6</td>
<td>28.2</td>
<td>29.4</td>
</tr>
<tr>
<td></td>
<td>Moderately concerned</td>
<td>35.2</td>
<td>40.8</td>
<td>36.8</td>
<td>37.6</td>
</tr>
<tr>
<td></td>
<td>Slightly concerned</td>
<td>22.7</td>
<td>24.6</td>
<td>24.4</td>
<td>23.9</td>
</tr>
<tr>
<td></td>
<td>Not at all concerned</td>
<td>6.6</td>
<td>10.0</td>
<td>10.6</td>
<td>9.1</td>
</tr>
</tbody>
</table>

Interestingly, the U.S. might actually be uniquely well positioned to successfully address security challenges. According the 2013 Enro Center for Transportation report:

Fortunately, robust defenses should make attacks even more difficult to stage. The U.S. has demonstrated that it is possible to maintain and secure large, critical, national infrastructure systems, including power grids and air traffic control systems. The National Institute of Standards and Technology (NIST) is currently developing a framework to improve critical infrastructure cyber security, and recommendations that stem from this framework may be incorporated into automated and connected vehicle technologies. While security measures for personal computers and Internet communication were implemented largely as an afterthought, and in an ad-hoc manner, V2V and V2I protocols have been developed with security implemented in the initial development phase. These and other security measures (like the separation of mission-critical and communication systems) should make large-scale attacks on [automated vehicles] and related infrastructure particularly difficult… there is no “silver bullet,” [and] such measures make attacks much harder to pull off while limiting the damage that can be done (Fagnant and Kockelman 2013).

Connected/cooperative vehicle security systems must also “be capable of detecting, reporting, and revoking the credentials of vehicles found to be sharing inaccurate information” (GAO 2013). According to the 2013 GAO report on connected vehicles, balancing individual privacy while successfully maintaining extensive and ever-changing information – and doing for multiple device and communication types at a deployment magnitude that has never been done before – presents very significant technical challenges. (GAO 2013) An effective nationwide or worldwide V2X management structure may pose an even greater challenge given its magnitude and that no similar institutions even exist (Ibid.), drawing parallel comparisons to the federal Patient Protection and Affordable Care Act (‘Obamacare’), which was confronted with similar
challenges of balancing individual privacy with institutional management needs and a multi-sourced data-intensive network, while some states also implemented their own additional rules.

Miller (Miller 2014) recommends a comprehensive interoperability structure or platform, placing the owner at the center (rather than the vehicle). This type of security platform would provide different authorization levels, plus connectivity and privacy protection. The platform would need the following functions:

- "Risk-based authentication.
- Centralized, cloud-based management of digital identities and rules governing authentication and vehicle usage.
- A centralized secure token service to protect the vehicle and vehicle-connected devices each time an action is requested." (Miller 2014)

There is overwhelming agreement in contemporary literature that cyber security is a primary—and possibly the largest—hurdle to mass deployment connected and automated vehicles. In addition to overcoming its technical challenges, gaining and maintaining public confidence will be critical. Despite the many lives that could be saved through V2X and as other benefits of the technology, one fatal V2X-related crash resulting from a security breach (which presumably will happen) could have catastrophic impacts on the public perception of the technology (Ali 2014).

2.5 GOVERNANCE

According to the AASHTO Connected Vehicle Deployment Analysis, successful V2X deployment demands “commitment to the [V2X] program by [automobile manufacturers] to address broader governance,” and effectively develop federal policy guidance establishing competent and consistent management structures capable of addressing and responding to key issues like liability, security, privacy and certification (AASHTO 2011). The document’s deployment scenarios “assume that state and local agencies will favor deployment approaches that provide compliance with a national [V2X] system architecture and national standards.” (AASHTO 2011)

In contemporary V2X literature, there seems to be some doubt, despite a real possibility that automobile and V2X communication device manufacturers will soon have resolved nearly all of the major technical challenges to connected and automated vehicles, that federal legislators will lack the ability to effectively develop the necessary guiding policies to establish new V2X governance structures. In addition to ensuring implementation consistency across 50 U.S. states (and 52 state DOTs), governance structures to ensure seamless integration across national borders to avoid “creating a patchwork of standards that has the potential to create private sector headaches” is a significant challenge that could negatively impact widespread V2X deployment (Ali 2014).

When federal policy on governance is established, according to one article, legislators should be guided by an important principle. “Policy decisions about [information technology, or IT] in the
vehicle should be driven, not by narrow interests and concerns, but rather by a broad government mandate to foster innovation in the transportation sector” (Castro 2013). “The federal government has played an active role in vehicle safety since the National Traffic and Motor Vehicle Safety Act was passed in 1966, carving out this regulatory responsibility for the National Highway Traffic Safety Administration (NHTSA). Ensuring that automobile manufacturers build safe vehicles and that policies are in place to prevent accidents remains a priority today” and should be remain a prerequisite on governance of connected and automated vehicles (Castro 2013).

The priorities of the dominant stakeholders will likely shape both the development of the rules governing the use of IT in vehicles and the institutions used to enact and enforce these rules. Other interests may also shape the debate, including private-sector motivations to obtain an advantage over competitors and/or reduce liability for accidents or malfunctions. Finally, external factors, including the saliency of the different issues and the venue of public debate, will likely affect the final policy outcomes. (Castro 2013).

Successful deployment of connected and automated vehicles will require explicit federal policy guidance developed through an informed and transparent decision making process to promote effective V2X governance at state and local levels. These levels of government should be aware of and be available to assist in the ongoing development of sound federal policy guidance of V2X (including promotion of V2X through outreach and demonstrations, as well as pilot deployments and research), but ensure that state-level V2X decisions not conflict or cause undue deployment delay (Andersen 2014).

The U.S. DOT Intelligent Transportation Systems (ITS) Joint Program Office (JPO) has recently released their 2015-2019 strategic plan (ITS JPO 2014). In this document they promote one pillar for connected vehicles and one for automation. The focus within the ITS program will be on advancement of technology and systems to enable smooth and safe introduction of automated features into the nation’s vehicles and transportation systems. The ITS strategic plan envisions asking some of the following questions in the area of automation:

**Research**

- What should be the role of the Federal government in automation research and development?
- What policies are needed to harness benefits from automated vehicles?
- What are the benefits from establishing connected automation?
- What are users' expectations for automated vehicles?
- What are the security needs for various levels of automated environments?
- What are the liability issues related to automation?
- How to define characteristics for the automation environment?
• What are the core elements and the performance criteria for automation?
• What are the risks associated with automation applications?
• What role will infrastructure play in an automated environment?

Development
• What are the non-technical barriers to deployment of automated systems?
• What automated vehicle applications can be demonstrated before 2019?
• What technical challenges are barriers to deployment of automated systems?
• What aspects of automated vehicles impact current law enforcement activities?
• How does data produced from "opt in" systems or applications impact policy?
• How do vehicle automation systems leverage connectivity to improve their performance and reliability?
• What type of naturalistic testing should the USDOT support for automated vehicle systems?
• Is there a consolidated focus between CV pilots and automation?

Adoption
• What is the appropriate Federal role in facilitating and encouraging deployment of automated systems? Is this different at different levels of automation?
• What is the role of early adopters (specialized drivers) in automation adoption and deployment?

It is clear from the wide range of these topics that many questions remain from the federal perspective. States will need to remain engaged with the U.S. DOT in this arena and contribute their perspectives and priorities as the strategic plan is implemented.

2.6 RISK

The 2014 RAND Corporation report suggests that while there are considerable projected benefits associated with connected and automated vehicles to improve social welfare, there remains many
risks, whose disadvantages are presumably outweighed by potential gains from automation and V2X technology (Andersen 2014). Risk types, according to the report, include:

1. Risks from market failure
2. Risks from regulation
3. Risks from liability (Andersen 2014)

As discussed earlier, consumer cost of connected and automated vehicles presents a potential barrier to widespread V2X deployment. “While the combination of the existing technologies of [adaptive cruise control] and lane keeping could create Level 2 [‘combined function’] automation relatively simply, it is unclear how much consumers would be willing to pay for a system that requires constant vigilance of the road and the ability to take over the driving task in a split second,” particularly given that not all benefits will directly be realized by the actual purchaser of the technology (Andersen 2014). Government subsidies may be required to address the risk of market failure and aligning “market forces with appropriate policy outcomes, policymakers might consider using a [vehicles miles travelled-based] taxation system.” (Andersen 2014)

Risks from regulation result partially from the current regulatory structure of driving in the United States; vehicle performance is regulated by the federal level and registration and licensing is regulated at the state level. (Andersen 2014). When automation and/or V2X technology removes some or all of a driver’s decision making, government roles become less defined and abundant and potentially conflicting federal, state and local regulations could delay or stifle automated vehicle and/or V2X deployment (Andersen 2014). The 2014 RAND report suggests that since the NHTSA and the federal regulatory process explicitly acknowledge the risk associated with premature regulation, risk of negative impacts should be minimal, especially if states follow the federal government’s lead on regulation. (Andersen 2014). Related to the regulation risks, explicit clarity from federal regulators that the 5.9 GHz band will remain reserved solely for DSRC will minimize risk that this critical V2X component remains viable. (Andersen 2014) It’s possible that automated vehicles may also benefit from the availability of the 5.9 GHz band.

Risks from liability were discussed in 2.1 – LIABILITY. The 2014 RAND report indicates that while automated vehicle manufacturer risks from liability remain uncertain, federal policymakers could address them by implementing a statute limiting torts against manufacturers; developing a no-fault system approach to crashes (similar to what 12 states already have implemented); requiring that, in all instances, a single person be responsible for the control of the vehicle; or demanding that appropriate cost-benefit tests are incorporated in all liability determinations. (Andersen 2014). While state and local governments could also implement these solutions to address liability risk concerns, a consistent nationwide policy will minimize manufacturer uncertainty that could slow automated vehicle and V2X deployment.

Despite potential risks associated with connected and automated vehicles – and, as with implementing most any new technology, there presumably will be some – their impact on any
one sector should be minimized due to the wide array of public and private stakeholders and other advocates across the world who are becoming increasingly invested in seeing automated vehicle and V2X technology take hold. A cautious and steady approach to automated vehicle and V2X implementation that effectively and collaboratively mitigates deployment challenges as they arise could also ease their extent.

2.7 CERTIFICATION

In the context of connected vehicles, certification refers to “an external communication security system [that] is needed to ensure that data being transmitted among vehicles are secure and trusted and have not been altered in the transmission process.” (GAO 2013) V2X certification pilot projects are using ‘public key’ security systems, similar to what is in place for secured transactions for banking and Internet commerce. (GAO 2013) A V2X system would include “in-vehicle V2V equipment [that] must be able to detect and automatically report potentially misbehaving devices—such as devices that are malfunctioning, used maliciously, or hacked—to a communication security system” and “also detect and automatically revoke certificates from vehicles with such devices.” (GAO 2013) Automated vehicles' reliance on digital maps that also would be obtained through an external communication system may also require certification elements. Portions of infrastructure that are set aside for automated vehicles (e.g. managed automated lanes) would also likely require digital certification transactions as a means of providing vehicular access.

The specifics of how certificates will be provided and validated at implementation and by who remain undefined, as do the specifications for factory and aftermarket communication devices on new and currently operating vehicles. (GAO 2013) According to the 2013 GAO report, the U.S. DOT and the automobile industry are closely collaborating with international standards organizations to standardize communication data for automated vehicle and V2X certification and the means of how it is transmitted. (GAO 2013) As indicated in section 2.2 – Implementation, the vast magnitude of a widespread V2X certification system is a significant challenge to successful implementation of V2X (GAO 2013), as would a certification system for automated vehicles. A federal model, a public-private model and a fully private model are certificate systems models being explored by the U.S. DOT and its partners (GAO 2013). Cost will likely be a significant factor, but system uncertainties related to volume, timeframe, degree of integration and federal requirements will also impact it. (GAO 2013)

According to the 2013 U.S. DOT Connected Vehicle Field Infrastructure Footprint Analysis, public sector mobile equipment and public and private sector field equipment is much simpler since existing certification processes can be used given their “inherently trackable and non-anonymous” attributes that do not need anonymous certification – an important consideration when determining system costs (U.S. DOT 2013).

An effective certification system for connected and automated vehicles is imperative when maintaining cyber security and user privacy. Like many other automated vehicle and V2X components, the certification system should be a result of extensive stakeholder collaboration to determine the most functional and most cost-efficient business model, be integrated with international standards and be meticulously researched and tested to identify and resolve flaws that could easily diminish public trust in automated vehicle and V2X technology.
2.8 DATA

Previous sections discussed data transmission, security and privacy. Just as important to how V2X data is transmitted and secured is determining what data is collected and how it is generated, archived and managed. Similar data issues will arise with automated vehicles. In the case of V2X, it is the data transfer between vehicles and between vehicles and the infrastructure that will enable the many possible applications. In the case of automated vehicles, data transfers are envisioned to provide the source of the detailed maps required for automated driving. Automated vehicles will also be ‘connected’, and as vehicles regulated by NHTSA it is likely that they will also contain DSRC devices if and when that federal regulation goes into effect. Automated vehicles may also serve as ‘probes’, helping to enable a range of safety, mobility and sustainability applications as well. Therefore, data policy issues apply to the wide range of future vehicle deployments.

It may be the case that minimizing data collection and storage can simplify automated vehicle and V2X systems, making them more insulated from security threats and minimizing potential risks associated with data overload.

As highlighted in 2.3 – Privacy, data security systems can be designed to anonymize data, ensuring “data privacy through a structure that prevents the association of a vehicle’s [V2X] communication security certificates with any unique identifier of drivers of their vehicles” (GAO 2013). Collecting and storing only basic data needed to better ensure widespread vehicle safety and mobility is a common sentiment shared in contemporary V2X literature, particularly as public trust in V2X technology can be easily eroded if personal data is used for unintended purposes like traffic enforcement or direct consumer marketing.

The U.S. DOT’s 2013 Connected Vehicle Field Infrastructure Footprint Analysis provides an extensive compilation of the possible V2X data needs of its priority deployment applications and categorized application bundles (U.S. DOT 2013). Three framework categories of V2X data collected include:

- Vehicle to Vehicle (V2V) data generally consists of kinematic data from nearby vehicles that will enable a receiving vehicle to understand the current state of the transmitting vehicle and to project its trajectory a few seconds into the future so as to assess potential conflicts.

- Vehicle to Infrastructure (V2I) data includes data describing road and traffic conditions observed by the vehicle along sections of road traveled at some earlier time.

- Infrastructure to Vehicle (I2V) data includes data generally associated with the roadway on which the vehicle is or will likely be traveling. This data may be transmitted locally from roadside equipment units (RSE) to vehicles in the local vicinity of the RSE (i.e., in range of the wireless local link) or may be transmitted to the vehicle directly by the center element using the wide area wireless link (U.S. DOT 2013).
Appendix B: Applications in the U.S. DOT’s 2013 Connected Vehicle Field Infrastructure Footprint Analysis contains brief descriptions of 91 connected vehicle applications discussed and demonstrated in its analysis, grouped under headings for:

- Safety
- Mobility
- Applications for the Environment: Real-Time Information Synthesis (AERIS)
- Smart Roadside
- International Border Crossing (IBC)
- Road Weather
- Agency Data Applications
- Fee Payment

The analysis suggest that “a more complete data needs discussion necessarily extends beyond what can be transmitted to what will be transmitted,” and that probe data collected from private vehicles must be stored only long enough to transit to RSE units, at which time it should be encrypted – possibly through a third-party source – to be used in anonymity for V2I applications. (U.S. DOT 2013)

Moving forward, data collection may vary depending on the production year of the vehicle. While new factory-built vehicles (automated or not) can fully integrate V2X technology into their internal electronic and networks, existing vehicles would need to be retrofitted with aftermarket V2X devices (GAO 2013). According to the 2013 GAO report, aftermarket devices might not be fully integrated with existing vehicles and may provide significantly less data than new factory-integrated vehicles. (GAO 2013) Some aftermarket devices may “neither receive data from other vehicles nor provide a [non V2X integrated vehicle] driver with a warning message, but would interact with the communication security system” (Ibid.). The U.S. DOT “is now working with the automobile industry to determine additional standards for such devices to ensure that they work on all types of vehicles and adhere to communication standards to ensure the integrity and security of their data transmission.” (GAO 2013)

V2X components, as well as GPS and automated sensor devices will collect vehicle data that will be certified and transmitted via the V2X network. By providing redundancy to better ensure data accuracy, the 2013 GAO report indicates that “the convergence of sensor-based crash avoidance technologies and connected vehicle technologies will [also] be needed to enable truly [automated] vehicles, given the benefits and downsides of each type of technology.” (GAO 2013)

V2X implementation will result in a substantial amount of data, demanding networks capable of transmitting, processing, archiving and managing needed data. The U.S. DOT’s 2013 Connected Vehicle Field Infrastructure Footprint Analysis cautions local and state agencies from assuming
costs of V2X network components until a much more vetted process has been completed at a federal level to better determine minimum data needs (U.S. DOT 2013).

2.9 LEGISLATION

“Careful policymaking will be necessary to maximize the social benefits that [automated vehicle] technology will enable, while minimizing the disadvantages. Yet policymakers are only beginning to think about the challenges and opportunities this technology poses” (Andersen 2014). – ‘Autonomous Vehicle Technology: A Guide For Policymakers’ by the RAND Corporation

While this statement specifically refers to limited self-driving automation and full self-driving automation (levels three and four of the NHTSA’s defined vehicle automation levels), it can also be applied to non-semi or non-fully self-driving connected vehicles. Connected vehicles with active safety systems or driver assistance systems (such as emergency braking, parking assistance and automated cruise control) but without at least level three automation, according to the 2014 RAND Corporation report, are assumed to be fully excluded from the few state laws regulating level three and four automated vehicles (Andersen 2014), but would presumably still benefit from a limited and careful policymaking at the federal and state levels to maximize benefits and minimize disadvantages, particularly as they will set the foundation for increasingly more fully automated vehicles in the not-too-distant future.

Even so, on roadways in the United States, according to a 2012 report on automated vehicles produced for the Center for Internet and Society at Stanford Law School and the Center for Automotive Research at Stanford, state vehicle laws neither explicitly enable nor prohibit driverless automated vehicle technology (Smith 2012). Yet to date, four states and the District of Columbia have enacted legislation related to automated vehicles – all since 2011. California, and Nevada enacted legislation allowing limited automated vehicle licensing, while Michigan, Florida and Washington, D.C. allow conditional automated vehicle testing (Andersen 2014). Similar legislation has been proposed but failed in other states. “While these laws may prompt an important conversation between regulators and stakeholders, it is not clear that they are necessary at this point” (Andersen 2014).

Additionally, the 2013 Eno Center for Transportation report stipulates that reciprocity agreements in all but five states (Georgia, Wisconsin, Massachusetts, Michigan, and Tennessee) already allow drivers licensed in one state to legally operate their vehicles in other states, and that current state law “probably does not prohibit [automated] vehicles in states without their explicit licensing, though failure to clarify regulations may discourage their introduction or complicate their operation.” (Fagnant and Kockelman 2013)

While state legislation on connected and automated vehicles may not be needed for its testing and implementation, or even, as the 2014 RAND Corporation report suggests, to address any real automated vehicle problems, it provides one notable and significant benefit: “[It] begins the conversation between legislators, stakeholders, and regulators about how these vehicles and their operators should be regulated.” (Andersen 2014) Proposed 2013 legislation in Oregon (HB 2428) would have established procedures and requirements for testing automated vehicles in the state while collecting data and absolving some manufacturer liability terms. (Andersen 2014) Despite
the proposed bill stalling in a House committee, ODOT soon afterwards initiated development of this roadmap for connected vehicle deployment to help inform the state on whether or not to be proactive on partaking in the development of V2X technology (Region 1 2013).

Other states have demonstrated similar successes in laying the foundation for conversations about preparing for connected and automated vehicles. Figure 2.3 shows a map of the U.S. with the current status of legislation related to automated vehicles. Currently legislation has passed in five jurisdictions:

- Florida – Testing only (2013)
- Michigan – Testing only (2013)
- Nevada – Testing and operation (2011)

As shown, there has been legislative activity related to automated vehicles in 23 other states. Florida, which enacted legislation in 2013 to allow automated vehicle testing on its roadways, launched the Autonomous Vehicle Institute through the Center for Urban Transportation and Research (CUTR) at the University of South Florida “to begin to develop a framework for implementation of the technology” (Hennig 2013) that, according to then-Director Jason Bittner, could bring substantial benefits to the State of Florida “not to work [only] on [automated] technology, but [also] the implementation of those technologies on the policy and planning side.” (Hennig 2013)
In California there has been significant activity in the area of automated vehicles in the past several years (California DMV 2015). California has approximately 38 million residents, with 29 million licensed drivers (includes identification cards), and 33 million registered vehicles. In 2012 the legislature passed and the Governor signed Senate Bill (SB) 1298 Vehicles: autonomous vehicles: safety and performance requirements. This law requires the Department of Motor Vehicles (DMV) to adopt regulations establishing requirements for manufacturer testing and operation of automated vehicles on public roadways. The California legislation defines an automated vehicle as one equipped with technology that has the capability to drive a vehicle without the active physical control or monitoring by a human operator. The legislation specifically states that this definition does not include vehicles equipped with one or more collision avoidance systems (e.g. SAE Levels 1-2) such as: electronic blind spot assistance, automated emergency braking systems, parking assist, adaptive cruise control, lane keeping assistance, lane departure warning, and traffic jam/queuing assist.

To aid in the development of the regulation, California has set up a statewide steering committee made up of representatives of Caltrans, the California Highway Patrol, DMV, the California Department of Insurance, the California Office of Traffic Safety, NHTSA and the California State Transportation Agency. DMV has also embarked on extensive public outreach through in-person meetings, workshops and via social media. After two pre-notice workshops, a 45-day
public comment period, a formal public hearing followed by a 15-day public comment period, the regulatory package for automated vehicle testing was approved in May 2014, and took effect on September 16, 2014. The testing regulations include the following elements:

- Insurance, bond, or self-insurance required ($5 million).
- Test drivers must be employees, contractors or designees of manufacturer.
- Test drivers must successfully complete test driver training program.
- Test drivers may not have a DUI, may not be an at-fault driver and have no more than 1 point against their driving record.
- Test drivers must be seated in driver's seat during testing.
- Any crash must be reported within 10 days.
- Any unanticipated disengagement of automated technology must be reported annually.
- Testing permit is valid for one year.
- Commercial vehicles (>10,000 GVW) and motorcycles are excluded from testing.

As noted in Section 1.0, currently eight manufacturers have received approved testing permits in California.

The California DMV is currently developing regulations for post-testing deployment, including considerations of vehicle safety certifications, the definition of the operator, licensing and registration requirements, cybersecurity and privacy protection. DMV has held two pre-notice workshops and once published the regulations will undergo a 45-day public comment period and a formal public hearing. Components of the deployment regulations may include:

- Insurance, bond, or self-insurance required ($5 million).
- Specification whether vehicle is capable of operating without a driver inside.
- Disclosure of designated areas of operation.
- Confirmation that automation technology meets and does not invalidate any FMVSS.
- Inclusion of mechanism to easily engage/disengage automated technology.
- Visual indicator that automated technology is engaged.
System to alert operator when a failure of automated technology is detected.

Sensor data recorded 30 seconds prior to a collision.

Once the regulations are in effect, Oregon should monitor progress of automated vehicle deployment in California, and in other states.

Yan Holeywell, in a 2013 article in Governing Blog highlighted one significant and overarching legislative challenge for states. “Historically, states have regulated drivers, and the feds have regulated vehicles,” but “what happens when the vehicle is the driver?” (Holeywell 2013). Holywell, like many other writers engaging in lively discussions regarding the emergence of automated vehicles, identifies a list of questions that he believes must be answered before widespread automated vehicle deployment. Who answers them (federal, state or local government, or a combination of these entities) is seemingly yet to be determined. Given the diverse issues that semi- or fully-automated vehicles present, particularly given their potentially unprecedented transformational impacts on over two hundred million licensed drivers across the United States, increasing legislative discussion and strategically implementing foundational measures that guide connected and automated vehicles can play a key role in effectively preparing states for significantly more advanced vehicle communication in the future.

According to some sources on automated vehicles, however, unique legislation enacted by individual states may be premature and carry potential risks. “Without a consistent [nationwide, and even global] licensing framework and standardized set of safety for acceptance, [connected and automated vehicle] manufacturers may be faced with regulatory uncertainty and unnecessary overlap, among other issues,” according to the 2013 Eno Center for Transportation report on automated vehicles, potentially resulting in deployment delays and increased production and testing costs (Fagant and Kockelman 2013).

Ideally, a collaborative and cross-border solution for widespread implementation of automated vehicles will prevail. A 2014 press release by the International Telecommunication Union (ITU) even suggests that it already has. The ITU highlights a recent high-level discussion and session involving leaders from industry, international agencies and motorsports who agreed that technical capabilities have now reached maturity and that “agreements on international technical standards and putting in place regulatory requirements are already under way to make automated driving a reality.” (ITU 2014)

According to the press release, “To realize [automated driving] benefits, it will be first necessary to address issues including software reliability, legal frameworks and cybersecurity.” (ITU 2014)

A 2013 report by the Information Technology and Innovation Foundation – a Washington, D.C.-based think tank catalyzing innovative “strategies and technology policies to create economic opportunities and improve quality of life in the United States and around the world” – indicates the same.

Federal and state lawmakers have also expressed interest in enacting broad privacy legislation to better protect consumers, such as by creating a consumer privacy “Bill of Rights,” and these laws would likely affect vehicle data. In addition, most states have implemented data breach notification laws that require businesses and government
agencies to notify individuals if [personally identifiable information (PII)] has been lost or stolen. Congress has also considered multiple proposals to implement national data breach legislation as well as other privacy legislation, such as to restrict the use of geo-location data. These existing and proposed laws would likely apply to vehicle location information and other related PII. States have also considered privacy laws specific to drivers. For example, as of 2012, at least thirteen states have passed legislation governing the use of data from event data recorders (Castro 2013).

In conclusion, literature suggests that states be proactive in discussions on connected and automated vehicles, yet also be aware of potential risks to efficient industry deployment when creating legislation unique and possibly inconsistent from other states. Maintaining robust partnerships with federal officials, manufacturers and IT organizations involved with connected and automated vehicle development can help states secure needed research opportunities that could result in economic investment within a state. Likewise, states should become well versed in issues of privacy and data security, as it remains a consistent consumer concern and poses some of the greatest legislative challenges.

2.10 DEPLOYMENT APPROACH

Much of the literature discussing deployment approaches for connected and automated vehicles shares a signature commonality: its success is directly dependent on human perception and acceptance. As indicated in 2.2 – Implementation, automated vehicle technology is already being implemented through the slow and steady release by automobile manufacturers of sensor-based, driver-assist functions and by tech device manufacturers that increasingly allow consumers to access more information – often in real time – much more easily and at significantly higher speeds. As indicated in one study, “… as technology and data become more engrained in consumers’ daily lives the request for data and information around driving and the increased knowledge of driver safety will likely be driving forces to deploy [an automated vehicle or V2X] concept on a wide scale” (National Petroleum Council 2012).

That tech-hungry consumers in the United States do not yet have ready access to connected and automated vehicles may be testament itself to the hurdles that key issues like personal privacy and data security truly present. Consumer trust is fundamental yet fragile and, as can ascertained from recent news stories on government infringements on personal privacy and fatalities resulting from improperly recalled technology in vehicles, strategic deployment of revolutionary technology can have a strong and prolonged impact on consumer perceptions. Despite automated vehicle technology’s potential to cause catastrophic damage while also preventing countless crash fatalities and minimizing immeasurable injuries, widespread negative perception of the technology can presumably delay and even derail its eventual deployment.

At the far end of the automation spectrum, driverless vehicles present a vast activity of discussion on whether Americans will ever be ready to give up complete control of the act of driving, an act deeply engrained in Americana. Similarly, will Americans – and specifically, Oregonians – ever be able to overcome a perception that driverless robotic driving is safer than human driving, or outright embracing the extensive individual freedoms that driverless vehicles could potentially bring? (Tannert 2014).
Closer to nearer term debate, a 2011 report by the Cisco Internet Business Solutions Group suggests that there is a strong business case for connected and automated vehicles that, if implemented strategically, could create increasingly positive public perception that could lead to efficient and effective deployment while enabling new business models and creating substantial value for society (Mai and Schlesinger 2011).

“Today, the value system of personal mobility is under attack by a new generation of drivers that cherishes social media and technology more than a car.” (Mai and Schlesinger 2011) The report continues, “It is no longer enough to sell personal transportation; people want a personalized driving experience that keeps them connected to everything that is important to them—friends, information, music, maps, schedules, and more… Ubiquitous vehicle connectivity not only allows automakers to ride the wave of smart mobile technology, but also enables a fundamental strategy shift from merely building cars to selling personal travel time well-spent.” (Mai and Schlesinger 2011).

The 2011 Cisco report presents an interesting analysis, particularly in light of recent trends that younger generations in the United States are less likely to prioritize possession of a driver’s license or a car than older generations, and that new mobility concepts like car sharing, mobile-app based shared ride services, and bike share are becoming increasingly commonplace on U.S. city streets (Mai and Schlesinger 2011).

Perhaps the title of a 2014 National Public Radio story is most applicable to connected and automated vehicles and V2X technology, “By the Time Your Car Goes Driverless, You Won’t Know the Difference.” This broadcast and accompanying article suggest that given the advanced safety technologies that are slowly being introduced by nearly all automobile manufacturers, truly connected, semi-automated and even driverless vehicles may be met with much less consumer shock and media attention than if the technology was suddenly available today (Madrigal 2014).

This is how the future creeps into the present. While it might seem like your main computing device transformed from a Dell desktop into a smartphone overnight, there were thousands of little steps along the way that lead to the moment when you realized the world has changed beyond recognition (Madrigal 2014).

As illustrated in the AASHTO Connected Vehicle Deployment Analysis, there are many connected vehicle applications that state DOTs can employ on their fleet vehicles and introduce to drivers via road pricing or tolling. Likewise, state DOTs can work with the freight community, who already uses and benefits from extensive ITS systems that help improve delivery efficiency (AASHTO 2011). Extending this steady approach to deployment can allow motorists, travelers and shippers to become more acclimated to changes and illustrate to them the benefits and minimal risk that connected and automated vehicles may provide.

In summary, effective deployment of connected and automated vehicles may consist of addressing public perception of connected and automated vehicle technology. “It’s all about the T word—trust,” notes an opinion in a 2014 Consumer Reports article by Toyota’s national manager for advanced technology and business communications, John Hanson (Consumer
There has to be a level of trust that you have that the vehicle is going to perform the way you think it’s going to perform.” (Consumer Reports 2014)

2.11 FINANCING

If vehicles equipped with automated driving capabilities are priced equivalent to vehicles without the technology, according to a recent survey by J.D. Power and Associates and highlighted in the 2013 Eno Center report, 37 percent of responders would “definitely” or “probably” prefer automated driving capabilities, but only 20 percent responders would do so if having to pay an additional $3,000 – a cost estimated by Volvo (Fagant and Kockelman 2013). Affordability has an obvious impact on consumer’s automobile purchase decisions. Widespread implementation of connected and automated vehicles will remain a likely barrier unless the purchase price is reduced through technical advances and mass-production efficiency, government mandates and/or subsidies (Fagant and Kockelman 2013). Depending on the level of vehicle autonomy, “insurance, fuel, and parking-cost savings may [also] cover much of the added investment.” (Fagant and Kockelman 2013)

The 2013 GAO report on connected vehicles indicates that costs associated with a V2X communication security system are relatively unknown as the U.S. DOT, the Crash Avoidance Metrics Partnership (CAMP) and automobile manufacturers have been yet unable to move ahead on a preferred technical and management option (GAO 2013). Likewise, the GAO team that produced their report was neither able to locate any studies that determined V2X costs, nor could any of the automobile manufacturers or 21 industry experts that the GAO interviewed for their report (GAO 2013). The report indicated that non-resolution of some factors – volume of connected vehicles influenced highly by federal mandates; deployment time frames; and degree of V2X integration with existing vehicle technologies – are limiting the ability to successfully estimate costs (GAO 2013).

“Furthermore,” according to the 2013 GAO report, “it is currently not only difficult to estimate the potential [V2X communication security system] costs, but [it is] unclear who or what entity—consumers, automobile manufacturers, DOT, state and local governments, or others—would pay the costs” (GAO 2013). Determining who will fund the all or portions of a V2X system will likely present a major challenge (GAO 2013).

Regardless of whether state and local DOTs must carry some or most of cost burdens of V2X communication security systems, as well as other costs of installing, operating, and maintaining V2X infrastructure, they will ”need to identify a funding mechanism for the capital and ongoing operations and maintenance costs” (AASHTO undated).

Depending on the type of Connected Vehicle infrastructure and the applications it supports, agencies can consider various funding categories to support deployment. For example, Connected Vehicle systems are a form of ITS technology, so an agency might use an ITS budget or any category of federal or state funds for which ITS is eligible. Connected Vehicle systems are expected to have significant impacts on vehicle and highway safety, so deployment with funds intended for safety systems might be appropriate. Mobility impacts of Connected Vehicle technologies and consequent emission reductions could warrant funding some deployments with funds set aside for congestion mitigation or air quality improvement projects (AASHTO undated).
There will be ongoing day-to-day operations costs (e.g., staffing; power and backhaul communications from Connected Vehicle field sites), maintenance costs (both scheduled and unscheduled), and the costs of replacement of field and back-office equipment at the end of its life. For Connected Vehicle systems, agencies may wish to explore public–private partnerships or asset and revenue sharing mechanisms to acquire the desired Connected Vehicle infrastructure (AASHTO undated).

One of the primary drivers for the connected vehicle is that crash reduction and other benefits can be achieved at relatively low cost per vehicle, making the technology (factory equipped or after-market) affordable to all users. In the context of automated vehicles, according to the 2013 Eno Center report, widespread deployment of automated vehicles may present different cost and equity related challenges. The LIDAR systems used for Google’s automated vehicles cost about $70,000, “and additional costs will accrue from other sensors, software, engineering, and added power and computing requirements,” significantly more than “2012 sticker prices for the top 27 selling vehicles in America ranging from $16,000 to $27,000.” (Fagant and Kockelman 2013) This highlights an important contrast between connected and automated vehicles. It is also worth noting that the impact of these cost differentials on a fleet vehicle such as a commercial truck or a bus may be proportionally less than on a privately owned automobile. This could imply that barriers to deployment of automated heavy vehicles may be lower than for light vehicles. The lower price points and greater network efficiencies makes it possible that automated vehicle deployment will be led by the freight community, and other fleet vehicles (rental car companies, taxis, DOTs, etc.) and not necessarily privately-owned passenger vehicles.

In summary, V2X costs and agreeable allocation of costs are needed for widespread V2X to take hold and have its benefits realized. Close collaboration is occurring and should continue. The willingness of consumers to bear some of the costs of V2X deployment should also not be overestimated; if consumer willingness to pay an additional few thousand dollars extra is minimal, legislative mandates or new cost allocation models may be needed to advance connected and automated vehicles.

2.12 SUSTAINABILITY

Perhaps unsurprisingly, contemporary literature on sustainability issues related to connected and automated vehicles is heavily weighted towards the automated end of the connected vehicle spectrum, and much of it on fully-automated, driverless vehicles. As U.S. cities continue to witness a paradigm-shifting evolution of how people drive via widespread acceptance of new and ‘sustainable’ systems like car sharing, ride sharing, and TNCs (transportation network companies) or high-tech, unlicensed taxis like Lyft and Uber, exciting visions of fully-automated vehicle deployment are ripe for debate.

“If automated vehicles significantly enhance the user experience for drivers, then automated vehicles owners may travel more than they currently do,” concludes a 2014 white paper on automated vehicles (Bierstedt et al. 2014). “Instead of exploring more effective solutions that could carry more people from one destination to the next, the driverless car, by definition, keeps the car as the No. 1 choice for getting from A to B,” suggests a 2014 New York Times article (Arieff 2014). Other writers predict the end of taxis or the current auto insurance industry, fully automated or driverless vehicles enhancing density or suburban sprawl, and paradigm shifts where nobody owns their own car. Social inequity could result from a shift away from transit, while equity could be gained through significantly improved safety for all roadway users and
providing an ability for seniors and people with almost any form of disability to independently reach their preferred destinations. Automated transit and shared mobility will lead to blurring of the lines between taxis, private vehicles and public transportation (Lappin 2014), and will also provide improved opportunities for what we refer to as the "first mile/last mile" problem.

It's important to remember that federal, state, regional and local transportation and community planning efforts have not yet incorporated the potentially disruptive changes that connected and automated vehicles may bring about. Nor should we forget that planning processes include stakeholder and community outreach, and that most planners and planning processes focus on designing communities where people want to live and interact with one another. With this in mind it is important to remember that technology by itself will not define our future.

Much broader morality-based sustainability debates around automated vehicles are also common. A 2013 Wired Magazine article highlights “a school-bus variant of the classic trolley problem in philosophy” where a driver facing a moral dilemma during an approaching and inevitable crash must make a decision on whether to run into a bus full of children or into a pitch or tree and potentially killing its driver (Lino 2014). “It’s one thing when you, the driver, make a choice to sacrifice yourself. But it’s quite another for a machine to make that decision for you involuntarily” concludes the article. (Lino 2014)

Moving further away from the extreme side of the spectrum and more towards near-term V2X and limited automated vehicle technology, one can see other challenges when assessing its sustainability. ‘Meeting the needs of the present without compromising the ability of future generations to meet their own needs’ is a long-accepted definition of sustainability, as are ‘the three pillars: economy, society and the environment.’ Yet, the definition manifests conflict if a technology is more successful than the status quo by one sustainability measure, but less successful in another. Similarly, connected and automated vehicles likely have both positive and negative externalities that could contradict one another when a sustainability lens is applied. Regardless, assessing net sustainability, or net success of achieving sustainability guidelines inherent in Oregon’s Statewide Planning Goal 12: Transportation, illustrates that benefits of connected and automated vehicle technology far outweigh drawbacks.

Numerous positive externalities are regularly cited in the literature. A 2013 article in Technology Review suggests that V2X communication could be “synonymous with technology that makes driving safer, less polluting, and certainly less antagonistic” (Knight 2013). The U.S. DOT indicates that V2V technologies have the potential to address “76 percent of all potential multi-vehicle crashes involving at least one light-duty vehicle,” (GAO 2013) which, even if partially off-target, is still a significant safety improvement. If vehicles are enabled to travel closer together through adaptive cruise control, spend less time idling through interactive signal timing, and take the shortest route possible based on real-time information, there would be significantly less fuel consumption and fewer emissions (Fagant and Kockelman 2013). In theory, people would be happier and less antagonistic resulting from more predictive and efficient mobility with less congestion. (Fagant and Kockelman 2013) Increased predictability, and efficiency will also provide cost-saving and timesaving benefits, while less congestion would improve community livability, collectively advancing the well-being of all people and businesses.
In summary, recent literature indicates that the spectrum of connected and automated vehicles will provide different degrees of positive and negative externalities in regards to sustainability. Based on literature reviewed, the benefits of the technology are overwhelmingly positive, but may not be gained until deployment is widespread. (*Fagant and Kockelman 2013*) As the level of automated driving increases, a complexity of issues related to sustainability arises, with potential impacts on the pillars of economy, society and environment. Potential impacts vary in scale and severity, and pose real challenges for decision makers tasked with improving the economic, equitable and ecological wellbeing of Oregonians.
3.0 CONCLUSIONS AND NEXT STEPS

Recent literature on connected and automated vehicles is focused much more on technical and theoretical issues of fully automated or driverless vehicles. This could be due to a long-held fascination people seem to have with future technology and, as with any good science fiction narrative, the complexity of challenges and moral dilemmas they present. Yet, it is clear from this literature review and desk scan that discussion of partially and ultimately fully automated vehicles is not futuristic speculation but a likely reality in the coming decade. This is demonstrated by the actions of the federal government and national governments across the globe, as well as leaders from automobile manufacturing and high-tech sectors, embodied by the significant financial investments being directed at automated vehicle development.

While a seemingly less engaging topic of discussion, connected vehicles deployment will likely provide much of the foundation to how semi- and fully-automated vehicles will eventually be implemented. As reported in the GAO report (GAO 2013), “the range of V2V communications is not only greater than that of existing sensor-based technologies, but due to the sharing of data between vehicles, V2V technologies are capable of alerting drivers to potential collisions that are not visible to existing sensor-based technologies, such as a stopped vehicle blocked from view or a moving vehicle at a blind intersection.” Connectivity provides the essential high-resolution map data recorded by other vehicles on the network, and appears to be a key ingredient in the operation of automated vehicles currently being tested on public roadways. Regardless of whether or not the technological, legislative and policy issues will be resolved in the coming decades, focus on partnership building, public engagement and concept refinement in the near term can help inform effective connected and automated vehicle deployments.

As suggested in much of the literature reviewed, state and local governments should act to educate themselves, their constituents and other stakeholders while treading carefully when developing laws and policies that create potential obstructions to deployment, particularly if they are out of sync with laws and policies of other governments. Maintaining consistency and increasing consumer acceptance and demand for automated vehicle and V2X benefits will produce market confidence needed for robust, effective and timely connected and automated vehicle deployment. The range of policy issues analyzed in this chapter is a starting point for discussions and action at varying levels of government, and in collaboration with a range of public and private stakeholders. There are also interesting ethical issues that arise when thinking about automated vehicles (Lin 2013), and these should also be openly debated. Ultimately, transportation agencies and transportation professionals should remain vigilant so that we are not blindly led by technology to outcomes that society does not want. It's important to continue to work toward designing communities where people want to live, work and play, and to emphasize the importance of human interactions for the success of our economy and our culture.

The U.S. Department of Transportation has launched a new Strategic Plan (U.S. DOT 2014) that contains a plan for an automation research program within the overall program. The goal of the automation program is to "enable safe, efficient and equitable integration of automation into the transportation system."

The program contains eight objectives:
1. Facilitate development and deployment of connected automated transportation systems that enhance safety, mobility, and sustainability

2. Assess implications of emerging enabling technologies

3. Research transportation system-level operational impacts of automation applications

4. Assess the need for new vehicle performance guidelines and requirements

5. Develop stakeholder guidance for automated vehicle operations

6. Develop appropriate testing methods and objective test procedures

7. Estimate the potential safety, mobility, energy, and environmental benefits of automation technologies

8. Identify and address policy, institutional, and regulatory challenges to safe automated vehicle operations.

Under this umbrella, the U.S. DOT has organized research initiatives under the categories of: enabling technologies, safety assurance, transportation system performance, testing and evaluation and policy and planning. In order to accelerate the development and deployment of automated vehicles in a way that maximizes public benefits and ensures safe and efficient operations, Figure 3.1 shows the types of research projects currently underway through the U.S. DOT programs.
Figure 3.1: U.S. DOT Automation Research Program Areas
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**Policy Issue: Implementation, Governance, Deployment Approach**

“This report was developed by [AASHTO's] Connected Vehicle Working Group with support from U.S. DOT. The purpose of the report is to explore infrastructure deployment approaches and potential issues for state and local transportation agencies, primarily from a state DOT perspective… The report covers connected vehicle applications of most interest to the states, current state and local programs underway, deployment readiness in the vehicle market, aftermarket devices and communications, the magnitude of effort to upgrade the nation’s signal controllers with [DSRC] capabilities, and a set of deployment scenarios with corresponding strategies and actions for the state and local transportation community.” – From Preface


**Policy Issue: Governance, Deployment Approach, Financing**

This six-page pamphlet provides a synopsis of NHTSA’s recent and proposed rulemaking milestones around connected vehicles, the benefits of its deployment (safety, mobility and environmental), AASHTO guidance, deployment needs and funding.


**Policy Issue: Implementation**

Tesla is developing a 90 percent automated vehicle (the Model F) within three years. Its technology is being developed internally. Elon Musk, Tesla’s CEO and Chief Project Architect, believes that fully automated cars are not yet feasible.
Policy Issue: Implementation, Data

Nokia has teamed up with Mercedes-Benz to develop smart maps intended to spur the development of self-driving cars. The maps contain precise road data with geographic coordinates.

Policy Issue: Implementation, Governance, Legislation, Deployment Approach

In May 2013, the NHTSA announced a new policy concerning vehicle automation, including plans for research on related safety issues and recommendations for states related to the testing, licensing, and regulation of automated vehicles. It provides guidance to states seeking to permit testing of this technology and describes NHTSA's related research efforts. While the technology remains in the early stages, NTHSA aims to be well prepared for when automated vehicle technology does become commercially available.

Policy Issue: Implementation, Governance, Legislation, Deployment Approach

The U.S. Congress stands as a major hurdle towards automated vehicles. As many technical issues related to these cars are near resolution, policymaking needs to catch up. “[A]utomakers and tech companies are pressing federal policymakers to set uniform guidelines for testing and, ultimately, operating driverless cars across the country.”

Policy Issue: Implementation, Governance, Data

The US is taking a giant leap toward a nationwide wireless system of connected vehicles and smart infrastructure by means of the world's largest real-world test. The USDOT has invested in research to make a vision of connected vehicles and smart infrastructure a reality in the near future. The article discusses benefits of connected vehicle technology, including how infrastructure can be coordinated with vehicular data. It also highlights how cooperative systems offer the advantage of enabling the collection and sharing of
real-time data. In addition, the article also considers how best to provide specific, dynamic warnings that are more reliable than static signs and more likely to capture drivers' attention. The article also highlights FHWA-partner studies on automated vehicle wireless connectivity, intersection control, freeway merging and advanced traffic signal control. It illustrates FHWA’s study of vehicle-highway automation research and development activities outside the United States as an initial-stage international scan whose purpose is to summarize the current state of cooperative vehicle-highway automation systems in Europe and Asia, and help inform decisions about future related activities in the United States.


**Policy Issue: Liability, Implementation, Privacy, Cyber Security, Governance, Data, Legislation, Deployment Approach**

Careful policymaking is necessary to maximize social benefits that automated vehicle technology will enable, while minimizing disadvantages. The aim of the report is to assist policymakers at the state and federal levels to make informed policy decisions on automated vehicles.


**Policy Issue: Implementation, Cyber Security, Risk, Deployment Approach, Sustainability**

The means to manufacturing a car that drives autonomously have been figured out. Allstate is preparing actuarial tables; car manufacturers have developed working prototypes. The debate is now about when it will all happen, not how. However, the enthusiasm overlooks serious challenges with regard to urban design, social equity and the American dream. There are some very good things automated vehicles might possibly provide, yet the obstacles to their integration seem insurmountable. The author is frustrated that innovation brain power is not being used for creating a world without cars, “The utopian notion that these vehicles would eliminate danger from the driving equation is naïve at best — it’s not difficult to imagine how easily the freeway’s computer networks could be hacked.” Long commutes are no longer a disincentive to driving, while equity — particularly for those who are most often passengers today — is absent from most discussions on driverless cars.
Policy Issue: Deployment Approach

This was a project overview. It talks about Bernhart, how to create a mapping technology for the use of connected vehicles. It talks about the current technology that is in play and what other technologies that could be applied to it. They ran a field test and talked about what technologies were used in it and the software process. The results were mostly encouraging, and they concluded automated sensor-based mapping would be necessary to create maps for incoming infrastructure. They concluded with saying that a larger computer would be necessary to map large environments and that the mapping process needed to become fully automated.

Policy Issue: Implementation, Risk, Legislation, Deployment Approach, Sustainability

If the automated cars of the future will look a lot like transit, then what will become of the transit we know now? This isn't an entirely silly question. We make billion-dollar investments in new transit infrastructure because we expect to use it for decades. If automated vehicles will be available in the next decade, what does this mean for current transit planning efforts? The article explores this in more detail and identifies potential ways that transit and automated cars might coexist.

Policy Issue: Implementation, Governance, Risk, Legislation, Deployment Approach

Auto manufacturers are starting to roll out consumer models semi-automated technology packages, an intermediate step towards driverless vehicles. In addition to consumers, demand for driverless vehicles is coming from fleet operators, heavy-equipment users (e.g., mining, agriculture) and the military, all of which would benefit from driverless vehicle technology in different ways. Infrastructure providers, such as highway authorities, are conspicuously absent from this discussion. Regardless, driverless vehicle innovators are not waiting for transportation authorities to build out automated vehicle infrastructure before rolling out their new technologies. When putting together long-range capital plans, transportation authorities need to begin considering the possibility that investing in infrastructure and organizational practices that facilitate the deployment of driverless-vehicle technology may be a better investment than lane widening and new
highway construction projects. Metropolitan regions that embrace driverless-vehicle technology will be a step ahead of other regions, becoming increasingly attractive to the ‘connected’ persons who make up much of today’s creative class.


**Policy Issue: Implementation**

U.S. truck maker Oshkosh Corp. “is working with the U.S. Office of Naval Research to produce an unmanned vehicle that would be used by the Marines Corps in supply-line convoys, including trips into combat zones… The Pentagon wants the unmanned vehicles, often at the front of a convoy, to detect — or absorb the damage from — improvised explosive devices, or IEDs, saving the lives of troops in vehicles that follow. That kind of capability is more important than just having a driverless truck that can cover long distances and never gets tired.” Young (technically adept) Marines are comfortable with using controls for AVs. The extent of human involvement with this deployment is being discussed.


**Policy Issue: Privacy, Data, Legislation**

Cars are becoming “one-ton gaming and social media consoles hurtling through real and virtual space.” Paul English (founder of Kayak) believes the texting-while-driving problem is so dangerous that legislators should require that car and cell phone institute a protocol that disables a driver’s cell phone while his or her car is moving - a better idea, he believes, than apps like Textlimit that spy and report bad driver behavior to parents or insurance companies.


**Policy Issue: Implementation, Legislation**

Transportation apps like Lyft and Uber are blurring the line between private and fleet cars, giving people who need a ride access to those offering one, and bypassing taxi companies and rental agencies. Some taxi drivers dislike the competition. Others are supplementing their conventional fares with app customers or becoming entrepreneurs altogether.

**Policy Issue: Implementation**

Automobile manufacturers like Nissan are making future visions of self-driving cars a modern-day reality. Many features are already found in cars today. Nissan, for example, uses radar to detect fast moving objects from far away in its Leaf, and is increasingly testing lasers to better ensure accuracy. Their fully-automated features are projected to go on the market in 2020, but not utilizing currently ‘imprecise’ GPS technology or V2X, which are seen as still many years out.


**Policy Issue: Deployment Approach, Financing, Sustainability**

A new, 30-car pilot program, aims to bring 21st Century networked mobility to a quintessential 1970s environment: the suburban business park. The cars are on loan to a Bay Area non-profit and will be brought to a city where 18,000 people work, 4,000 people live and 18% use a form of alternative transportation to commute. The goal is to make the vehicles more cost-effective, convenient and desirable than single-occupancy vehicles.


**Policy Issue: Implementation**

Safety is a primary reason why driverless cars may be desirable for consumers. Car companies that already lead the way in safety, namely, Audi (Volkswagen), BMW, Daimler, Ford, Nissan and Volvo, will likely be the major driverless car pioneers.
Policy Issue: Implementation, Governance, Risk, Data

In 2012, the University of Michigan launched a major project that studied DSRC in future US cars. The federal mandate for DSRC implementation (via the 5.9 GHz band) will be revealed near the end of 2013, determining the future fate of the technology. DSRC for V2V and V2I operation is seen by some as problematic, risking data overload. 4G LTE is often seen as a better alternative.

Policy Issue: Implementation

Supercomputer processors are revolutionizing cars, helping implement features like cameras, radar, sonar, laser sensors and LiDAR. Radar and LiDAR data are run in algorithms 30 to 60 times a second to keep track of all traffic, differentiating between other cars, or even children running across a street, readying the car to apply brakes as necessary, while running algorithms to determine if the driver is distracted or falling asleep.

Policy Issue: Sustainability

Driverless cars will likely cancel out automotive efficiencies and reduced emissions. They will not crash, allowing them to not require many of today’s common safety features that add significant weight. Driverless cars will also likely be powered by electricity, offering even more efficiency, and charged in nearby, off-site charging facilities while allowing their availability to other households. This could actually result in more driving - and perhaps increased sprawl - as self-driving cars become equipped with endless possibilities of otherwise distracting technologies.
Policy Issue: Implementation

“Safe, simple and timely” was a mandate of the USDOT in May 2013 directed towards driverless cars. When automated systems are not working, drivers must be quickly and effectively alerted. Some, like car manufacturer Zoox, see big challenges with this automated-to-manual handoff of control, preferring instead ‘level 4’ fully automated cars. Such self-driving cars are seen by some not as improving upon semi-manually cars, but replacing them altogether.

Policy Issue: Implementation, Data

“This study discusses the full spectrum of issues relating to connected vehicles, focusing especially on potential business models. It begins with a description of the key drivers for connected vehicles before staking out and discussing the connected vehicles playing field and identifying potential business opportunities across all parts of this field in light of innovative current examples. Chapter 4 concludes with a discussion of the potential opportunities and risks for all players. Chapter 5 investigates the implications of connected vehicles for OEMs and suppliers and identifies the cornerstones of successful strategies, enabling both sets of players to master and ‘capture the value of data’.”- From Introduction

Policy Issue: Implementation, Privacy, Data

“The smart car of the near future is essentially part of a gigantic data-collection engine.” The article briefly touches on what this could mean.

Policy Issue: Implementation, Security, Data

Policy Issue: Implementation, Privacy, Cyber Security, Data

The article’s author interviews Judith Bitterli, chief marketing officer for security software firm AVG Technologies and recent panelist in a SXSW forum titled "The Car Hacks are Coming -- How the Auto Industry Can Safeguard Connected Cars," about privacy issues related to connected vehicles. Data collection is a top concern.


Policy Issue: Implementation, Governance, Sustainability

The report assesses the most likely effects of automated vehicles on traffic generation and highway capacity and congestion over time, as automated vehicles increasingly represent a greater percentage of vehicles on the road. It estimates that automated vehicle usage will increase overall VMT by as much as 35% and will eventually lead to increasing highway capacity. Benefits will most likely take the form of improved mobility for all, increased safety, reduced incident-related congestion and reduced environmental and social costs. Specifically, the report aims to: 1) clarify the operating characteristics and driver experience likely to become available in next generation vehicles; 2) determine how soon such vehicles will be in common use; 3) predict their effects on traffic generation; and 4) estimate their effects on traffic congestion and congestion. The report also determined that a lack of significant market penetration by automated vehicles in the near-term (despite technologies and regulatory frameworks being in place) means that V2V should “maybe but probably not” be considered in long range plans - plans whose scenarios are around 2035 or 2040.


Policy Issue: Implementation, Sustainability

Nissan CEO Carlos Ghosn believes there is a lot of interest in driverless cars, but that the change towards them won’t be driven by Silicon Valley tech types “looking for the next cool thing.” Instead, an aging population with significant purchasing power and a strong desire to retain their mobility as they get older will likely be the reason why driverless cars will be adopted into the mainstream.
Policy Issue: Implementation, Cyber Security, Deployment Approach, Financing

In this article, the author rides with a Google engineer in his semi-automated car. The featured engineer (Anthony Levandowski), and another (Sebastian Thrun), helped develop Google Street View – Google’s virtual map of the US. Google would prefer that car companies manufacture the self-driving cars (and not a company like Google). Yet, car manufacturers never began making their own maps. The companies don’t even like to use the term ‘autonomous car’ as it implies that the ‘captain’ owner – one who presumably loves to drive - is not in charge of ‘his own ship’. Auto manufacturers are releasing their technology very slowly – perhaps because technological glitches with self-driving cars have the potential to cause severe accidents, while automated highways may be ripe for cyber terrorism.

Policy Issue: Implementation, Deployment Approach

Automated car manufacturers are currently only trying to phase in their product, easing the more annoying aspects of driving (like finding parking) rather than exploring the outermost limits of the technology. As the technology improves, however, drivers will presumably have the option of not driving at all. The article explores impacts that automated vehicles might have on cities and how they will address common American culture, where cars have long signified freedom and what it means to be an American.

Policy Issue: Implementation, Data

DSRC alerts pedestrians via smartphone of moving cars and cars via dashboard warning of approaching pedestrians. A proprietary smartphone application, GPS data, and algorithms are used to determine the location and direction of pedestrians and vehicles, the speed of an approaching vehicle, and the likelihood that the pedestrian is in a distracted state (i.e., texting or talking on the cellphone), making a V2P collision possible. Honda and Qualcomm independently developed the technologies to demonstrate and test this scenario. Key future challenges include enhancing the algorithms to reduce false positives and integrating DSRC with other sensors.
Policy Issue: Implementation, Sustainability

Today, due to six converging technologies, a new mobility paradigm is within reach. These technologies are: 1) the ‘mobility internet;’ 2) self-driving/driverless vehicles; 3) shared vehicle systems; 4) specific-purpose vehicle designs; 5) advanced propulsion systems; and 6) smart infrastructure. Together, they present an opportunity to provide better mobility services at significantly reduced cost. Sustainable mobility will result from an integrated ‘system-of-systems’ that excites consumers and creates profitable business models for suppliers.

Policy Issue: Implementation, Sustainability

As we move closer to self-driving cars, will we even ever need to own one? The article discusses aTaxis and how they could change the mobility paradigm associated with car ownership and transit ridership.

Policy Issue: Implementation

Tesla Motors is working to produce a car capable of running on ‘auto-pilot’ within the next three years, joining tech giant Google and rival carmakers in the race to roll a driverless car into the market.

Policy Issue: Implementation, Governance, Data, Legislation, Sustainability

“Policy decisions about IT in vehicle should be driven, not by narrow interests and concerns, but by a broad government mandate fostering innovation in the transportation sector. This will require leadership from both the government and the private sector and cooperation between different stakeholders. The transportation industry and, in particular, the automotive industry, are only now beginning to experience some of the more radical
changes that IT and the internet have brought to other industries. These changes are opening up new possibilities for how individuals use transportation, improving the quality and safety of transportation while creating profound societal shifts that may ultimately impact how and where individuals work and live. And just as IT-driven transformations in other industries have created new policy issues, the same will be true in transportation.” The report identifies four important technology trends shaping the next-generation of vehicles: 1) an increase in machine-to-machine communications; 2) development of in-vehicle ‘infotainment’ systems; 3) increased collection and use of vehicle data; and 4) vehicular automation.


Policy Issue: Implementation, Privacy, Cyber Security, Risk, Data, Sustainability

Will the future trajectory of automated cars be ‘heaven’ or ‘hell’? As automated vehicles will be here soon, the author suggests that we should really be thinking more about its implications.


Policy Issue: Implementation, Data, Sustainability

“Digital connectivity is the revolution surrounding the automobile and the entire traffic system. Communication and information are gaining hugely in importance. The exchange of information between ass road users, and their connection to the Internet, represents a massive evolutionary step towards the resource-conserving and time-saving road traffic of the future.” The one-page German infographic (in English) also briefly highlights V2X benefits like safety, economy, time saving, climate action, infotainment and services.


Policy Issue: Implementation

This report looks at how business models could be developed around a connected car. It talks about what things need to be taken into consideration by the auto manufacturers when deciding how to implement and what to include. It talks about an app store as a way for the consumers to choose what services they want. It argues that recent development in related industries will prompt interest in having connected vehicles which can access all types of travel information. It talks about ways that the manufacturers could lower their service price including advertisements, selling data, and having a premium version. It
talks about how connectivity could be built into the vehicle whether it should be embedded, tethered, or integrated. Lastly, it talks about partnerships with other industries that would be beneficial to developing connected vehicles.


**Policy Issue: Implementation, Sustainability**

The Connected Vehicle Test Bed is a federally-funded resource available for technology developers to test how new hardware and software associated with connected vehicle technologies will perform under real-world operating conditions. The test bed was established to provide a simulated environment where intersections, roadways and vehicles are able to communicate through wireless connectivity.


**Policy Issue: Implementation**

This report talks about how multiple industry leaders think transportation will change in the near future. It starts out by listing issues with the current transportation system like massive congestion and overburdened roads. There is the opportunity for easier travel by storing information into a global network and just swiping a card to load your data when crossing borders and in airports. The problems with implementing this globally and nationally are that companies must work together and some are unwilling to provide their data in real-time. This may mean a mandate is required for cooperation. There would also be issues with international data charges. However multiple companies are working on devices and apps that would allow users to access real-time traffic information. It also talks about the Condition-based megacity traffic management system which would allow cities to manipulate their traffic management based on real-time information of where vehicles are and traffic flows in different areas. It mentions two places that have Intelligent Transportation Systems in place: Rio de Janeiro and Lanfang. On the idea of swarm cars, there is a research facility in Warwickshire, England that is working on cars that can be controlled or programmed by wireless network.
Policy Issue: Implementation, Governance, Risk, Data, Legislation

In 2012, Governor Jerry Brown signed legislation into law that required its DMV to adopt regulations governing the testing and operation of automated vehicles. It should occur in the following three stages by January 1, 2015: 1) on-road testing; 2) sale and operation; and 3) notice to the state when technology allows for driverless vehicles. Potential challenges might include sensor confusion when in a work zone, wet pavement exists or road lines fade. “Despite all the mythology out there, the most sophisticated system in existence today is not nearly as capable as any licensed driver. There may be any number of situations or conditions when the system will cease to be useable, and the driver has to be able to re-engage.” Standardization among manufacturers creates a challenge, as will be the adoption of unique laws governing automated vehicles by different states (which will all be superseded once the NHTSA develops its standard regulations).

Policy Issue: Implementation

This is Cronin’s presentation on the connected vehicle. In it he has information on what information could be collected to help the driver and others. He has many applications that are grouped into safety, mobility, and environment. It also talks about how effective BSM would be and how to fix certain flaws with easing it.

Policy Issue: Implementation, Data, Legislation

This short article highlights Audi’s testing of its connected vehicles in four cities across the world: Berlin, Boston, Mexico City and Seoul, where teams will “compete over the next six months in ways that automated vehicles, car-to-car, and car-to-city communications will benefit the environment, making commuting easier, and even improve community relations.”
Policy Issue: Implementation, Data, Sustainability

“Electric vehicles that are able to park and charge themselves could contribute to sustainable mobility in the future. In an EU-funded research project coordinated by ETH Zurich, scientists work on new concepts of transportation and low-cost technologies that enable driverless valet parking and charging… V-Charge, which stands for “valet parking and charging,” and it envisions a world in which travelers complete most interurban journeys using a well-developed long-distance transportation network and then switch to comfortable electric vehicles for the last few miles home from the railway station. To support this vision, the researchers are developing V-Charge park & ride car parks, where fully automated electric vehicles will be able to make their way to charging stations or parking spaces. Travelers simply use a smartphone app to send their vehicle to charge itself. Once it is fully charged, they can summon it just as easily via the app to come and pick them up.” – From article


Policy Issue: Implementation

Automated cars are coming; it is only a matter of sorting out the legalities of introducing millions of self-driving cars onto roadways. The article explores two very different possibilities on how driving habits will be impacted: 1) self-driving cars will provide a complete paradigm shift in the way people think about transportation and 2) nothing changes.


Policy Issue: Implementation, Governance, Certification

Two European standards organizations, ETSI (European Telecoms Standards Institute) and CEN (European Committee for Standardization), recently completed standards requested by the European Commission for connected car implementation. To date, the EU has invested more than EUR $180 million (US $246 million) in research projects on cooperative transport systems. The Release 1 standardization package covers the norms that have been adopted to ensure that vehicles made by different manufacturers can communicate with each other. Work on the Release 2 standardization package has already begun fine-tuning existing standards and dealing with more complex use cases.
Policy Issue: Implementation

This paper is mostly about how to measure how effective different technologies will be. It talks about the four main problems: safety, preservation, sustainability, mobility. It also talks about the different technologies that are in play and that are coming into play. Its final conclusion was that vehicle-to-vehicle and vehicle to infrastructure would be great and the technology is there, but it would be hard to implement policy-wise.

Policy Issue: Liability, Implementation, Privacy, Cyber Security, Governance, Risk, Certification, Data, Legislation, Deployment Approach, Financing

The proliferation of automated vehicles is far from guaranteed. High costs hamper large-scale production and mass consumer availability. Complex questions remain relating to legal, liability, privacy, licensing, security and insurance regulation. While individual US states have been advancing automated vehicle legislation through incremental measures, federal guidance has not yet been issued either fully, or partially, for automated vehicles beyond testing purposes on public roads. Report authors believe that policymakers need to begin addressing the unprecedented issues that automated vehicles might surface and could potentially aid in the introduction of incremental improvements in the meantime. Without a consistent licensing framework and a standardized set of safety for acceptance, automated vehicle manufacturers may be faced with regulatory uncertainty and unnecessary overlap, among other issues. The report explores feasible aspects of automated vehicles and discusses their potential impacts on the transportation system. It also explores remaining barriers to well-managed, large-scale automated vehicle market penetration and suggests federal-level policy recommendations for an intelligently planned transition. The report contains extensive economic and safety statistics on automated vehicles in the US.

Policy Issue: Implementation, Sustainability

“This [research] describes the design of an agent-based model for Shared Automated Vehicle (SAV) operations [short-term vehicle rentals], the results of many case-study
applications using this model, and the estimated environmental benefits of such settings, versus conventional vehicle ownership and use.”… “Case studies vary trip generation rates, trip distribution patterns, network congestion levels, service area size, vehicle relocation strategies, and fleet size. Preliminary results indicate that each SAV can replace around eleven conventional vehicles, but add up to 10% more travel distance than comparable non-SAV trips, resulting in overall beneficial emissions impacts, once fleet-efficiency changes and embodied versus in-use emissions are assessed.” – From Abstract


**Policy Issue: Implementation, Data**

“Designer and engineer Bran Ferren says autonomous vehicles will fundamentally change how cities are built and how society interacts, and the emergence of the technology in a meaningful way on our roads is only a few short years away. [He] co-founded Applied Minds and is the former president of research and development for Walt Disney Imagineering… He said there are five things that autonomous cars need.”


**Policy Issue: Implementation**

The auto industry has already developed all the technology necessary to create automated vehicles. The reasons there aren’t driverless cars all over the road today is in part a cost issue, but mainly one of driver mindset. Ford found that while people are still uncomfortable with the idea of ceding the driver’s seat to a computer, they are very open to the idea of their cars becoming more intelligent and aware. New capabilities like collision warning for safety, automatic parallel parking and Ford’s Sync voice-control technology have been well received. The company believes that through the gradual introduction of increased automation, drivers will easily adjust to the idea of automated cars.

Policy Issue: Implementation

According to the article, Google car manufacturers will be able to profit off driverless cars before the end of the decade. Although Google will likely not manufacture the cars, all of the hardware and software licenses will be licensed to car companies.


Policy Issue: Implementation, Governance, Data, Deployment Approach, Financing

The first wave of driverless vehicles will be luxury vehicles that allow one to relax or perform other desired activities. This wave will occur within the next ten years. The article speculates how the driverless vehicle industry will develop. While the current technology is sufficient to navigate roadways and recognize obstacles, it will need some refinement before its safe for human use. To gain economic viability, according to the article, component costs of driverless vehicles will need to come down. Regardless of when they’re implemented, driverless vehicles will likely become a very disruptive technology.


Policy Issue: Implementation, Governance, Sustainability

The article’s author asks the question, “What is the point of autonomous cars?” He then lists the commonly stated benefits and puts them in a financial context. “Within the limits of the approximations and assumptions made, the above estimates suggest that automated driving is indeed a transformative technology, with a potential financial benefit to U.S. on the order of more than $3 trillion per year. It is interesting that the benefits due to increased safety and reduced congestion pale in comparison with those due to sharing and increased productivity. In particular, the synergy between autonomy and car sharing is readily apparent.”


Policy Issue: Liability, Risk, Financing

This article talks about why the connected vehicle is a goal for OEMs, but has a huge risk for them since it has not been done before. It talks about the key problems that need to be solved before connected vehicles will be produced which include the infrastructure and how OEMs are going to implement the production into their product schemes. It also
talks about the financial liabilities and how they might be addressed. Lastly it talks about how OEMs should move forward now.


**Policy Issue: Liability, Implementation, Risk, Data**

Drivers can now see the foundation that will eventually lead to fully automated vehicles. In a phase before full autonomy, multiple technologies are coming into adoption that takes control over parts of the driving experience. Eventually, systems will evolve beyond warning systems that spur a driver action to just taking the action themselves. Automobile insurers are actively involved in the innovation process around making cars safer. Even as some technologies reduce the likelihood of certain kinds of accidents, however, others introduce new risk. As new approaches introduce new risks, self-driving vehicles will require different models for insurance.


**Policy Issue: Liability, Implementation, Data, Deployment Approach**

Automated vehicles “have the potential to significantly reduce crashes and improve roadway efficiency by automating the responsibilities of the driver. Still, automated vehicles are expected to crash occasionally, even when all sensors, vehicle control components, and algorithms function perfectly. If a human driver is unable to take control in time, a computer will be responsible for pre-crash behavior. Unlike other automated vehicles—such as aircraft, where every collision is catastrophic, and guided track systems, which can only avoid collisions in one dimension—automated roadway vehicles can predict various crash trajectory alternatives and select a path with the lowest damage or likelihood of collision. In some situations, the preferred path may be ambiguous. This study investigates automated vehicle crashing and concludes the following: (1) automated vehicles will almost certainly crash, (2) an automated vehicle’s decisions preceding certain crashes will have a moral component, and (3) there is no obvious way to effectively encode complex human morals in software.” – From Abstract


**Policy Issue: Liability, Implementation, Risk, Legislation**

This article emphasizes the uncertainty that surrounds the application of tort law to emerging technologies like V2X. The precise content of the legal rules that will
eventually coalesce around automated vehicles is likely to remain quite unclear for some
time after these devices first appear on public highways. If the past provides any useful
precedent, the law pertaining to automated vehicles may take “at least one wrong turn
before heading in what ultimately proves to be the right direction.”

57 Gutman, Steve and Schonberger, Ben. A Drunk Person, a Child, and a Blind Man Get into a
a-blind-man-get-into-a-car-whos-driving/?utm_source=syndication&utm_medium=rss&utm_

Policy Issue: Implementation, Sustainability

While proponents if automated vehicles claim that mass-market automated cars are only
three to five years to at least ten years away, few doubt their arrival is quickly
approaching. But ideas about how these cars will affect cities and the environment seem
to be stuck in the past as many seem to think of the technology as something added onto
their personal cars. Perhaps a more likely model is an on-demand car service that offers
door-to-door mobility via car travel without the fixed costs and hassles of owning a car,
introducing a societal shift away from private car ownership and towards vehicle sharing.
Naysayers have questioned the viability of car sharing since the late 1990’s. Just as car
sharing has since gained significant popularity, adding self-driving technology could
make the next phase of car sharing truly transformative.

58 Halsey III, Ashley. ‘Connected-Vehicle Technology’ Could Cut Crashes while Paving Way
trafficandcommuting/direct-communication-between-car-computers-may-reduce-accidents-by-
up-to-80-percent/2014/02/03/b55e9330-8d1a-11e3-833c-33098f9e5267_story.html. Accessed

Policy Issue: Implementation, Governance, Risk, Data, Deployment Approach,
Sustainability

The USDOT recently announced that it was moving forward with connected vehicle
technology, the first step towards driverless vehicles, a watershed moment in the nation’s
transportation history. Connecting all of the nation’s vehicles is projected to reduce non-
alcohol-related traffic accidents by as much as 80 percent, preventing roughly 5.1 million
accidents a year and saving 18,000 lives. However, automotive and technology experts
fear that competition for airwaves supporting connected vehicles may impede their
visionary future of the automobile. In a letter to the FCC, signed by more than 60
automakers, academics and transportation officials, ITSA appealed to the federal agency
to protect the necessary bandwidth from encroachment by other users.

59 Heller, Matthew. California Regulators Consider “Big Brother” Hazards of Driverless Cars:
Cars That Drive Themselves Could Be Pulling Out of Sci-Fi Fantasies and Tinseltown Dreams
and Into Driveways and Roads Sooner than We Think, Sending Privacy Advocates into Over-
Policy Issue: Implementation, Privacy, Data

“The autonomous vehicle (AV) regulations that the [California] DMV is developing must include privacy protections, giving users control over what data is gathered from robot-driven vehicles and how that information is used, John M. Simpson, privacy project director for Consumer Watchdog, told the DMV… Under [California’s 2012 AV licensing law,] SB 1298, the DMV has until Jan. 1, 2015 to adopt regulations on the testing and use of self-driving vehicles on public roadways. Simpson anticipates a major fight with Google over privacy protections, noting that the Internet giant’s “entire business model is based on building digital dossiers about our personal behavior and using them to sell the most personal advertising to us.”


Policy Issue: Implementation, Legislation, Deployment Approach, Sustainability

The Center for Urban Transportation and Research at the University of South Florida launched the Automated Vehicle Institute as part of Florida's effort to be at the forefront of technology exploration and policy implementation. Florida is one of only three states that allow the technology to be tested on roadways.


Policy Issue: Implementation, Governance, Certification

“A trade group wants to create a pathway for self-driving vehicles from Canada, through North Dakota and other states south to Mexico… One of the issues with the middle part of the U.S. is the lack of north-south avenues to move commerce… The association is starting an initiative to develop regulations for driverless vehicles, whether on the ground or in the air. It will discuss the initiative [in an upcoming forum].” This article highlights a desire for guiding government regulations to aid commercial interests seeking to utilize driverless vehicle technology.

Policy Issue: Implementation, Governance, Risk, Data, Legislation

ITSA, state transportation officials and other advocates are asking the FCC to slow down on improving Wi-Fi for faster, more reliable internet connectivity using the 5.9 GHz band currently reserved for V2X technology. Sharing the band would result in V2X’s demise due to the sharing resulting in crowding of the band and presenting a significant safety risk.


Policy Issue: Implementation, Risk, Sustainability

“Automation may be assumed to have a beneficial impact on traffic flow efficiency. However[,] the relationship between automation and traffic flow efficiency is [as] complex as [the] behavior [that] road users have [on the] influence on this efficiency as well. In this contribution we review what is actually known about the influence of automation on traffic flow efficiency and behavior of road users in order to formulate a theoretical framework and to identify future research needs. We conclude that automation can be assumed to have an influence on traffic flow efficiency and on the behavior of road users. Nevertheless we also conclude that the performed research has some shortcomings. In this context we formulate directions for future scientific research on automation in relation to traffic flow efficiency and human behavior.” – Abstract


Policy Issue: Implementation

Self-driving cars are a logical extension of today’s driver assist technology, as computerized control of a car’s steering, acceleration and braking is already possible under some circumstances. In the continuum from fully manual to fully automated vehicles, it is becoming increasingly possible to outsource more and more driving tasks to a car, particularly when tightening safety standards make driver aids compulsory.

Policy Issue: Implementation, Sustainability

A new test program by IIHS rates the performance of front crash prevention systems to help consumers decide which features to consider and encourage automakers to speed adoption of. The rating system is based on research indicating that forward collision warning and automatic braking systems are helping drivers avoid front-to-rear crashes. IIHS rates models with optional or standard front crash prevention systems as superior, advanced or basic depending on whether they offer automated braking. The protocol is similar to procedure that the European New Car Assessment Program uses to evaluate automated braking systems.

According to a recent study, automated cars that include driver control are expected to be globally available before 2025; self-driving 'only' cars are anticipated around 2030. In 2035, North America is forecasted to account for 29 percent of worldwide sales of these cars – estimated at 3.5 million vehicles. The article highlights this and other details from this study.

This two page fact sheet highlights the USDOT’s AERIS Program, which “will lead to the rapid and cost-effective deployment of interoperable technologies and applications [like V2X] that reduce the negative impacts of transportation on the environment. The program will act to promote the highest levels of collaboration and cooperation in the research and development of transformative environmental applications. The AERIS Program positions the Federal Government to take on an appropriate and influential role as a technology steward for a continually evolving integrated transportation system.”


Policy Issue: Implementation, Sustainability

“The purpose of this paper is to describe a roadmap for conducting the policy research under the IntelliDriveSM Safety Program, a program focused on the technical research needed to develop, demonstrate, and test vehicle-to-vehicle (V2V) and vehicle-to-infrastructure (V2I) technologies for safety.” – From Purpose


Policy Issue: Implementation, Governance, Risk, Sustainability

A world without car crashes may just be the first step to a world without car-ownership. Google’s significant investment for a car/ridesharing service illustrates how serious some stakeholders are to making this happen. As less than 17 percent of U.S. household vehicles are in use at a time, there is reason to think that markets might aptly respond to this inefficiency. One may also ponder how such a network perpetuates car travel to the point that it even eliminates the need public transportation.


Policy Issue: Implementation, Deployment Approach, Financing, Sustainability

“Through guidance from a technology industry expert panel, the [Texas Technology Task Force, or] TTTF[,] has developed a vision for the future Texas transportation system that furthers these goals via technology-based solutions. This document presents a synthesis of the TTTF’s discussions and efforts between place from March and August 2103. [It] conducts an evaluation of emerging transportation technologies, identifying key issues and concerns, from prototype testing to implementation, and presents a basis for developing a preliminary roadmap to implementation in order to best serve Texas’ strategic transportation and economic development goals.” – From About This Document


Policy Issue: Implementation

The SARTRE project aims to develop strategies and technologies to allow vehicle platoons to operate on public highways while also providing significant environmental, safety and comfort benefits. This concept consists of a group of vehicles driving closely together with small longitudinal gaps between and behind a lead vehicle driven by a trained professional driver. This platoon model brings benefits in fuel consumption,
safety and driver convenience. The project investigated the human factors aspects of
platooning from the point of view of the lead driver, the following drivers, and the other
road users. Safety analyses have been carried out on the system considering not only the
effects of potential faults, but also the effects of potential misinterpretation by a driver as
well as deliberate malicious actions by third parties.

72 Kang, Cecelia and Fletcher, Michael. As Automakers Tap Smartphone Technology,
washingtonpost.com/business/economy/as-automakers-tap-…data/2014/01/09/91a505f2-78a0-
11e3-b1c5-739e63e9c9a7_print.html. Accessed Apr. 18, 2014.

Policy Issue: Implementation, Privacy, Risk, Data, Financing

“A series of deals [recently announced] between technology firms such as Google and
automakers is bringing services previously aimed at smartphones right into the dash of
cars that connect directly to the Web. The growing alliance between Silicon Valley and
Detroit has executives in both places excited over the technological and money-making
opportunities. But the fast-emerging trend also has raised questions about whether
consumers will be able to control the massive trove of personal data that cars are
expected to generate in the coming years. U.S. laws are vague about who can harness all
that information.”

73 Kastrenakes, Jacob. Ford Unveils Self-Driving Research Car. The Verge Magazine, Dec. 12,
2013, www.theverge.com/2013/12/12/5204256/ford-unveils-automated-fusion-hybrid-research-

Policy Issue: Implementation

Ford unveiled the Fusion Hybrid, a modified ‘highly-automated’ research car that it is
now testing it for incremental near- and mid-term deployment and expects to be fully
deployed after 2025. The testing is being done in collaboration with the University of
Michigan and State Farm. Ford is also actively exploring public perception and
legislative issues around such vehicles.

74 Keen, Andrew. The Future Of Travel: How Driverless Cars Could Change Everything. CNN
Website, May 15, 2013, www.edition.cnn.com/2013/05/14/business/bussiness-traveller-

Policy Issue: Implementation, Risk

Intelligent cars are arriving in the shape of collision-proof, driverless automobiles. While
we’re about to enter into a great social experiment, not all think that the experiment is all
that great. The article explores both sides of this discussion.
Policy Issue: Implementation, Risk, Deployment Approach

The author documents a recent event held in Silicon Valley called FutureCast, where fifty entrepreneurs, investors, technologists and writers discussed the impact of the digital revolution on transportation. The event’s goal was to rethink travel in today's networked society and re-imagine the future of cars, buses and trains in the digital age. The article highlights how Kodak was catastrophically blindsided by the digital revolution in photography - a CEO's worst nightmare – and how this lesson may apply to transformative vehicle technology.

Policy Issue: Implementation, Deployment Approach, Financing

“[P]rojections tend to overlook just how challenging it will be to make a driverless car. If autonomous driving is to change transportation dramatically, it needs to be both widespread and flawless. Turning such a complex technology into a commercial product is unlikely to be simple. It could take decades for the technology to come down in cost, and it might take even longer for it to work safely enough that we trust fully automated vehicles to drive us around.”

Policy Issue: Implementation, Deployment Approach

“[D]espite such progress and the attention surrounding Google’s “self-driving” cars, full autonomy remains a distant destination. A truly automated car, one capable of dealing with any real-world situation, would require much smarter artificial intelligence than Google or anyone else has developed. The problem is that until the moment our cars can completely take over, we will need automotive technologies to strike a tricky balance: they will have to extend our abilities without doing too much for the driver… “The difficulty lies in the transition toward full automation, when only some things will be automated.””

Policy Issue: Implementation, Deployment Approach

“[T]he Internet of Cars is approaching a crossroads: Wireless vehicle networks could make driving safer and more efficient, but the cost of deployment will be significant.”


78 Knight, Will. The Internet of Cars is Approaching a Crossroads: Wireless Vehicle Networks Could Make Driving Safer and More Efficient, But the Cost of Deployment will be Significant.
Policy Issue: Implementation, Deployment Approach, Financing

“John Maddox, director of collaborative program strategies at the University of Michigan’s Transportation Research Institute, says the effect [of V2V deployment] could be comparable to that of networking together personal computers over the Internet. “The connection itself is low-tech,” he says, “but the intelligence and the value that it brings are extremely powerful and should not be underestimated.” The author is a proponent of V2V and lists many benefits, but fears high deployment costs by governments could pose problematic.


Policy Issue: Implementation, Legislation

Self-driving cars are being developed but will not be completely automated anytime soon as a result of public policy challenges and consumer preferences.


Policy Issue: Liability, Implementation, Deployment Approach

Many industries will be negatively impacted through deployment of automated vehicles. Insurance companies will be one. The article discusses this and others.


Policy Issue: Implementation, Risk

“Just because we can’t guarantee that a driverless car will never crash doesn’t mean that driverless cars won’t be much safer than human drivers—that much is obvious. But much of the promise of autonomous cars lies in the ability to completely take a human out of the equation so they can do that whole robot taxi thing on their own.” The article briefly talks about the reality of crashes of driverless cars.

Policy Issue: Implementation

Navia is already selling a driverless car to businesses and universities - it’s more of a trolley or shuttle. While very limited, its availability provides some visible, real-world automated vehicle technology in streets.


Policy Issue: Legislation, Deployment Approach

Florida is vying to be a primary testing ground for automated vehicles. Whether implementation is eight or 15 years from now, Florida believes that it needs to be ready for it. The article features an interview with State Senator Jeffrey Brandes, R-St. Petersburg, who co-sponsored Florida’s automated-vehicle law when he served in the House in 2012.


Policy Issue: Implementation, Deployment Approach, Financing

“Google has reaffirmed its commitment to public Level 4 vehicles in mixed traffic by 2018. While some public-sector transit agencies have already started to think about the impacts of increasing levels of vehicle-automation, many have limited awareness of the mobility opportunities these technologies can offer that may impact structurally on planned investment programs. While, over the last decade, our European counterparts have been planning for these new technologies and implementing many site demonstrations. Automation also offers opportunities for shared-mobility models currently coming on board, such as car share programs. Shared-mobility providers are generally private-sector entities facing a different competitive environment; there are both far-reaching visions of fully-automated taxi-style services and more near-term opportunities for shared-mobility fleets to serve as testbeds for moderate levels of automation. This paper synopsizes the workshop’s scientific content and outcomes [TRB’s Road Vehicle Automation Conference - July 15th to 20th, 2013 at Stanford University – “a two-day expert workshop took place addressing automation, shared-mobility and transit”), including identified research needs and plans for a Task Force to advance the required program of research.” – From Abstract

Policy Issue: Liability, Governance, Risk, Certification, Legislation, Deployment Approach

“[ITSs] hold great promise to increase the efficiency and effectiveness of personal and commercial travel, but intelligently linking vehicles, [by] way [of] increasingly complex and interconnected real-time data systems[,] creates a host of new and largely untested questions of liability when something goes wrong. And as the pace of ITS implementation quickens, uncertainty over liability grows. Accordingly, this article examines the current status of federal and state laws and administrative codes guiding the deployment of ITS. Through a careful review of both the scholarly literature and case law in the U.S., we find (1) a patchwork of industry self-regulation, (2) tort case law with few clear parallel precedents and which varies substantially from state to state, (3) a waxing number of looming, never-before tested ITS liability questions, and (4) no prospect of guiding federal legislation on the horizon. While the fanciful appeal of driverless cars and the fascinating liability questions they raise are undeniable, we argue that the ultimate liability schema for ITS technologies is likely to depend heavily on the liability issues that arise out of the sorts of navigation and collision-avoidance systems being installed in new vehicles today – issues that are often settled by the courts on decidedly narrow grounds. Uncertainty abounds, and we argue that ITS liability decisions made in the near term will undoubtedly affect, and could possibly even halt, the deployment of intelligent transportation systems for many years to come.” – From Abstract


Policy Issue: Implementation, Risk, Deployment Approach

This paper looks at the implications of automated vehicle technology in Britain. “On the policy issues that automation raises, it is clear that much more than purely technological solutions are needed; and we must also reflect on the length of time it will take for customs, social mores and legal regulations to change. We have been able to receive news on tablets and smartphones for several years, yet many of us can still be seen flicking through paper newspapers on our regular commute. Like these two ‘modes’ of reading that exist side-by-side, we must consider what a dual-track road network will entail – this will depend on the number of ‘manual’ cars on the system and the ability to retrofit them… [C]hanges brought about by increasingly sophisticated vehicle automation will appear in an evolutionary pattern… [This paper] highlights many of the second-order impacts that will arise, including improved mobility and capacity on existing networks (especially the Strategic Road Network); the release of time when travelling; improved safety; and extending our driving life further into old age.” – From Preface

Policy Issue: Implementation

Self-driving cars could save a lot of lives. Traffic accidents kill about 32,000 people every year in America alone. That’s about 88 deaths per day in the U.S., or one victim every 15 minutes - nearly triple the rate of firearm homicides. Few assume that automated cars will end all roadway deaths as, even if every vehicle on the road were instantly replaced by its automated counterpart, there would still be accidents due to things like software bugs, misaligned sensors, and unexpected obstacles. The article raises many interesting ethical issues, such as when self-driving cars face two obstacles that it must make an ethical choice in responding to, such as a hitting a school bus or a sidewalk full of pedestrians in order to avoid a crash with a single-occupancy vehicle.


Policy Issue: Implementation, Privacy

The article highlights an interesting scenario: connected vehicles that communicate with our social media and web habits to inform us of business locations we may be interested in when approaching them. How will online advertising be integrated into connected vehicles? As existing apps on our mobile phones and computers are already doing now, in-car apps will raise a host of legal and ethical dilemmas, from privacy and beyond.


Policy Issue: Implementation, Governance, Risk, Deployment Approach, Financing

This report explores the impacts that automated vehicles will likely have on transportation planning. It discusses automated vehicle benefits and costs, predicts their likely development and implementation based on experience with previous vehicle technologies, and explores how they will affect planning decisions such as road and parking supply and public transit demand. The report also lists benefits and costs/problems, related equipment and service requirements and table of implementation projections. It also identifies many realistic scenarios that bring attention to potential ‘social implementation’ and financial challenges. Report authors presume the unlikelihood that most motorists will shift from owning vehicles to relying on self-driving taxis (one of the commonly espoused visions of automated vehicle technology).

Policy Issue: Implementation, Governance, Legislation, Sustainability

This paper documents self-driving vehicle technology developments and potential safety and mobility benefits. It also presents questions and proposes initial actions to prepare transportation professionals for challenges associated with this new technology, and highlights an urgency for the development of new dialogues and partnerships with diverse stakeholders, including software and systems developers, auto manufacturers, and regulatory bodies.


Policy Issue: Implementation, Governance, Risk, Deployment Approach, Financing

“Carmakers need to figure out how to make vehicle-to-vehicle communication work, prove the safety and reliability of new technologies, and make them cheaper.” While the article is not too in depth, it highlights that V2V is becoming an issue significant to warrant public interest and debate on a nation-wide scale.


Policy Issue: Implementation

After a ride in one of Google’s self-driving cars, the article’s author agrees that they’re boring, as they drive so safely. The author speculates whether this would still be the case beyond Silicon Valley.


Policy Issue: Deployment Approach

This is a point of view of why to use connected vehicles. It argues that there is wasted productivity and resources related to personal transportation due to congestion. It talks about how current policies to fix congestion are flawed and that connectivity would have many benefits if implemented for many different groups involved. Connectivity would allow the government to impose a road tax in order to charge the true value of using road. This might promote less driving on stressed roads. Lastly it talks about how globally people are shifting to more connected cars and states how all the different providers will be affected by a more connected vehicular market.
Policy Issue: Deployment Approach

This is a point of view for the government for why to support connected vehicles. It talks about how people are willing to drive a lot sometimes because they perceive the roads as free, and how that causes our roads to be underfunded leading to decreased mobility. Connected Vehicles would allow the government to charge a road tax based on how many miles people drive. It includes estimates for how much the infrastructure required would cost. Other benefits included multospace parking and early detection of road wear. Lastly, it talks about how privatizing part of the highway system could lead to great increases in funding for roads and connected infrastructure, and that it should be considered.

Policy Issue: Deployment Approach, Risk

This is a point of view targeting service providers on why they should support connected vehicles. This is targeting the data providers and manufacturers. Connected vehicles offer a platform where multiple service packages could be offered, but since each car would need one, servicers could profit off of that. It also lists some risks about having the services being provided in the car which include areas with little service or better service with a certain provider, needing a minimum package that comes with the car, manufacturers needing to support multiple carriers, and needing to be able to use multiple connectivity technology like wireless at home and DSRC on the road.

Policy Issue: Deployment Approach

This is a point of view for why connected cars would be an effective business model now or soon in the future for OEMs. It talks about how people are much more connected nowadays and cars should evolve to meet the personality of current customers. It talks about how driving can be an experience for people instead of just a way to travel. People would be able to customize their cars to be perfect for them. It also offers different business models where cars are shared and people pay for the miles they drive.
Promoting connectivity in this fashion would help everyone enjoy the benefits of connectivity without necessarily having to own a car themselves.


**Policy Issue: Implementation, Certification, Deployment Approach**

The standardization and design of communication systems and components are now mature enough for large-scale field operational testing, such as those that are taking place in the European Union. Yet, challenges still remain on the pan-European roll-out (likely after 2020). This research aims to clarify for all stakeholders what infrastructure would be necessary for the deployment of ‘Day-1’ systems and explores the roles that various stakeholders need to play. The specific objective of the study was to: 1) better describe the scope of required infrastructure, 2) recommend a realistic step-by-step road map and 3) identify existing gaps in knowledge and future research needs. The research also explores related developments happening around the world.


**Policy Issue: Implementation**

While many automated test vehicles have various sensors, cameras and LiDAR, Mobileye technology in the Audi A7 is distinctive because of the simplicity and relative low cost of its system (a few hundred dollars). Mobileye-equipped vehicles are capable of driving in a single lane at freeway speeds, as well as identifying traffic lights and automatically slowing, stopping and then returning to highway speeds. Like Google, Mobileye is not an automobile manufacturer, but a technology firm intensely focused on developing the next generation of artificial intelligence software to advance automated vehicles.


**Policy Issue: Liability, Implementation, Privacy, Risk, Deployment Approach**

Legal scholars and government officials are warning that society has only begun wrestling with the changes that would be required in a system created a century ago to meet the challenge of horseless carriages. Questions of legal liability, privacy and insurance regulation around self-driving cars have yet to be adequately addressed and might pose far more problems than technological issues.
Policy Issue: Implementation

Automated vehicles have been on the horizon for many decades, but only recently has it become clear that they're actually going to be on the market in the foreseeable future. Tesla says it expects to have a car with its version of autopilot (a car that can handle ninety percent of the driving duties) within three years (Nissan and Daimler AG, both have said they'll have automated cars by the end of the decade). The article highlights this reality.

Policy Issue: Implementation, Governance, Deployment Approach, Financing, Sustainability

The realization of the automated vehicles is a great achievement, because moving towards zero emission and zero roadway fatalities is major objective for Nissan. A recent USDOT announcement represents a significant step forward in advancing the next generation of vehicle safety and automotive innovation - the result of years of collaboration between the transportation and high-tech industries and our federal, state and local partners. The announcement makes clear that automakers won't have to develop a working automated vehicle grid on their own, a significant task. Instead, human-driven cars will likely get smarter and better able to communicate with themselves and their surroundings, spurred by innovation from government and the private-sector.

Policy Issue: Implementation

Nissan announced that it will have multiple models of self-driving cars on the market by 2020. It will also open an automated car proving ground in 2014. Nissan already has a working test bed vehicle with adaptive cruise control and automatic parking technology. Effectively interfacing with human drivers – and making one affordable enough for humans to pay for it - is a main challenge for Nissan to overcome in its development of self-driving cars.
Policy Issue: Liability, Implementation, Governance, Legislation, Deployment Approach

The rise of automated cars might be more rapid than anyone expected, as figures indicate that nearly 130 million will be sold annually. Many of these sales will include used vehicles, with some estimates placing the number of used cars sold in the US alone at 40 million per year. Despite a few state laws legalizing driverless cars, there is still an issue of making them street legal and insuring them. Governments will need to explicitly identify who is liable when two driverless cars crash into each other. As hurdles are increasingly cleared, however, we should expect to see more and more automated cars on the roads.

Policy Issue: Liability, Implementation, Legislation, Deployment Approach

US states are increasingly studying the potential effects of connected and automated vehicle technology on their transportation systems, with some states even permitting the operation of automated cars in testing scenarios on public roads. State governments will need to explore many legislative issues like: 1) Who will have the authority to regulate issues like privacy and liability?; 2) If not the DMV, is there another government agency that should be involved?; 3) What laws need to change?; and 4) What should be allowed on public roadways?

Policy Issue: Liability, Implementation, Legislation

Who is responsible when something goes wrong with a driverless car? As product liability law “tends to adapt well to new technologies,” it will likely be the driver, particularly as a car cannot be held liable.
Policy Issue: Implementation, Legislation, Deployment Approach

Only four states allow driverless cars. The federal government has only authorized a handful of test beds for connected vehicles on public roads. California is hoping to fast-forward to a driverless future by changing car commutes from active driving to passive riding almost overnight. The University of South Florida's Center for Urban Transportation Research (and the state of Florida in general) is embracing a far more practical, level-by-level approach. Tampa is seeking to become the primary locale synonymous with V2X technology.


Policy Issue: Implementation, Sustainability

V2V can reduce by ninety percent all traffic accidents, wasted commute time and energy and the overall number of cars. Google claims it can also reduce accident-related expenses by at least $400 billion a year in the US. Even if Google’s projections are significantly off, the improvement in safety will likely still be startling. Google’s driverless car has worldwide social and economic benefits that could amount to trillions of dollars per year.


Policy Issue: Liability, Implementation, Governance, Legislation

A driverless car would slash hundreds of billions - or even trillions - of dollars of annual revenue, from a variety of entities. In addition, it will create enormously lucrative business opportunities to serve new customer needs. Insurance and government agencies would need to restructure their resources to fully reap benefits from driverless cars.


Policy Issue: Implementation, Deployment Approach, Financing

The pace of progress of driverless car technology also means that disruptive ripple effects might soon have strategic relevance for companies participating in the multi-trillion dollar car-related economy. The article discusses many questions associated with driverless cars and V2V technology implementation, such as: 1) “How soon could the driverless car become a reality?” and 2) “When should incumbents, venture capitals and entrepreneurs start paying serious attention?” The cost of a gigabyte dropped from
$300,000 to a dime in three decades, indicating the possibility of a similar trajectory for driverless cars.


**Policy Issue: Implementation**

The head of Google’s driverless car project took the author for a freeway drive in one of its vehicles. Google engineers are currently working to perfect single-lane highway driving, but with improved programming, Google’s driverless car could be driven soon under any circumstances.


**Policy Issue: Liability, Implementation**

“[S]elf-driving cars… will be welcome, but their achievements may ultimately be more heavily weighted toward passenger convenience than safety.” One convenience – albeit not always in the benefit of the consumer: “insurance companies may have an easier time settling claims against robot-driven vehicles.”


**Policy Issue: Implementation, Governance**

V2X technology promises to change the way we move on our roads. The author discusses how research on these technologies is shaping the travel paradigm across the world. The article highlights the Connected Vehicle Safety Pilot Model Deployment Program, a recent NHTSA decision on connected vehicles, the Maricopa County Department of Transportation’s SMARTDrive program, Car2x technology developments in the EU and the ITSA Technology Scan and Assessment.

Policy Issue: Implementation, Deployment Approach, Financing

“The purpose of this document is to provide a summary analysis of connected vehicle applications and their deployment needs to be considered in the Footprint Analysis. These applications and needs have been previously described in an extensive collection of other documents focused on particular functional, modal and programmatic approaches. This document surveys those references from the perspective of connected vehicle system deployments to identify what kind of operational needs might be addressed by CV applications, what aspects of deployment are shared by the applications, and how those common attributes might be leveraged to reduce costs and increase deployment benefits.” – From Objective


Policy Issue: Implementation, Certification, Deployment Approach

“This technical memo is part of a study sponsored by the [USDOT] and Transport Canada and performed by [AASHTO]. The purpose of this study is to conduct analyses leading to a preliminary, general concept of a national connected vehicle field infrastructure footprint.”… It “describe[s] a set of high-level, generic connected vehicle infrastructure deployment concepts.” – From Introduction


Policy Issue: Implementation, Governance, Deployment Approach

“This document, one of several products of the National Connected Vehicle Field Infrastructure Footprint Analysis, describes a set of scenarios illustrating how state and local agencies might deploy connected vehicle technology and applications. The scenarios build upon the prior Applications Analysis and the Deployment Concepts developed as part of this Connected Vehicle Infrastructure Footprint Analysis.” – From Abstract

Policy Issue: Implementation, Governance, Data

“The [NHTSA] announced that it will begin taking steps to enable [V2V] communication technology for light vehicles. This technology would improve safety by allowing vehicles to "talk" to each other and ultimately avoid many crashes altogether by exchanging basic safety data, such as speed and position, ten times per second.”


Policy Issue: Liability, Implementation, Risk

2013 was a momentous year for the automated car. Google logged 150,000 miles testing its self-driving Toyota Prius. Automakers got into the game too, including Audi (A7), Cadillac (Super Cruise system), Ford (Fusion Hybrid Automated Research Vehicle), Mercedes-Benz (S-class), Nissan (Leaf EV), Tesla (Model S), Toyota (Lexus-based vehicle using LiDAR) and Volvo. Legal and liability issues – not technology development - will likely be its biggest implementation hurdle.


Policy Issue: Governance, Deployment Approach, Sustainability

The report highlights a federal study on the future use of highways. The study was launched in November 2010 and includes feedback from three visioning sessions held across the country, six case studies, and future scenario development. The final report broadly discusses highway rights of way in six contexts, including three opportunities for connected vehicles: 1) Transportation and non-transportation uses; 2) Energy production and distribution and 3) Emerging technologies. Workshop participants looked favorably upon automating highway ROW to improve network safety and efficiency. Presumably, this includes connected vehicles. As automated technologies continue to advance, it is very likely that future transportation system design will need to accommodate them.


Policy Issue: Implementation

Elon Musk, the California billionaire who leads Tesla Motors Inc., said the electric-car maker is considering adding driverless technology to its vehicles and discussing the prospects for such systems with Google Inc. “I like the word autopilot more than I like the word self-driving,” Musk said in an interview. “Self-driving sounds like it’s going to do something you don’t want it to do. Autopilot is a good thing to have in planes, and we should have it in cars.”
Policy Issue: Implementation, Sustainability

The focus of this research is to assess the potential impacts of connected vehicles on mobility, safety, and environment under non-recurrent congestion. To assess the benefits associated with connected vehicle, a micro-simulation traffic modeling framework was developed to test the interaction between vehicles and infrastructure. The research quantifies the performance of a system under different scenarios, including differing congestion levels and market penetration of connected vehicles subject to non-recurrent congestion, such as lane closures due to an incident. The findings of this research indicate that connected vehicles have potential to reduce travel time by 37%, reduce emissions by 30% and improve safety indicators by 45%. It also shows that market penetration of connected vehicles will have the most significant impact on the performance within the transportation network.

Policy Issue: Implementation

This is a company’s report on why people should use their connected vehicle technology. It talks about how Oracle provides a base for the manufacturers that is cheap and gives them updates on when the car may need maintenance. It states reasons for why you would want a connected vehicle insurance and manufacturer side. It shows that people think this market will be here soon and have already developed software and technology for it.

Policy Issue: Liability, Implementation

This article is a ‘nuts-and-bolts’ synopsis of driverless vehicle technology.

Policy Issue: Implementation, Sustainability

“This paper presents five traffic re-routing strategies designed to be incorporated in a cost-effective and easily deployable vehicular traffic guidance system that reduces travel
time. The proposed strategies proactively compute individually- tailored re-routing guidance to be pushed to vehicles when signs of congestion are observed on their route.”
– From Abstract


Policy Issue: Liability, Implementation, Governance, Risk, Legislation, Deployment Approach, Sustainability

Automated vehicles are an emerging area of technology; it is uncertain to what extent the potential benefits will be realized in the UK. How automated vehicles could interact safely with other road users, and how they would communicate with each other, are the focus of ongoing research. There is no UK legislation governing automated vehicles and there are no EU standards (Spain, Italy, Finland and Greece all have some degree of legislation governing their use). UK traffic regulations are based on the Vienna Convention on Road Traffic (1968) which requires the driver be in control of his or her vehicle at all times. The main policy challenges are verifying the safety and reliability of automated road vehicles and creating a legal framework to allow their testing and deployment on public roads.


Policy Issue: Deployment Approach

“This report [provides] a proposed framework for developing the Michigan Department of Transportation’s (MDOT) Infostructure Deployment Plan and provide[s] a roadmap for deployment within the state to prepare for the department’s connected vehicle program.” – From Introduction

Policy Issue: Implementation, Governance, Legislation, Deployment Approach, Sustainability

The objective of this study is to identify and analyze the needs of both the public and private sectors for the services enabled by the paradigm shift to the connected car to all road users. The study identifies necessary technologies, and defines the functionality of the needed platform and of the potential services enabled by the connected car. The report includes comprehensive sample roadmaps for connected vehicles in Europe for the following six categories: 1) eco-centric motoring; 2) active safety protocols; 3) smart transportation; 4) mobility-integrated services; 5) cooperative traffic intelligence and 6) agile navigation systems. “Technological development will not stand still; new services and applications will be developed, with or without the help of the EC. However, some technological developments may not provide sufficient economic advantage for manufacturers to pursue, and the EC can play a key role in ensuring that these are addressed.”


Policy Issue: Implementation, Governance, Data, Legislation

Automobile manufacturers and technology companies are battling over coveted airwaves currently set aside for connected vehicle technology.


Policy Issue: Liability, Implementation, Governance, Risk, Legislation, Deployment Approach

“[The] California [DMV recently] held an initial public hearing [on] how to regulate the public's use of the technology that is still being tested. Among the complex questions officials wanted to unravel: [1] How will the state know the cars are safe? [2] Does a driver even need to be behind the wheel? [and 3] Can manufacturers mine data from onboard computers to make product pitches based on where the car goes or set insurance rates on how it is driven?” Given that California is the only state to mandate rules for operation of driverless cars and that the federal government is years away from completing similar laws, the article highlights that California’s law will likely have significant influence on the formation of federal policy.

Policy Issue: Implementation

“QNX Neutrino operating system is powering mission-critical systems in a new autonomous vehicle project developed by the Artificial Vision and Intelligent Systems Laboratory (VisLab) of the University of Parma… VisLab chose the QNX OS because of its reliability, realtime performance, and long history in safety-critical systems.”

130 Region 1. Connected Vehicles: Region 1 Briefing, Oregon Department of Transportation, 2013.

Policy Issue: Implementation, Legislation, Deployment Approach

This September 2013 brief indicates that Oregon ‘road map’ for connected vehicles will be delivered in a draft final state by the end of FY 2015 (June 2015). No specific actions are recommended at this time.


Policy Issue: Implementation, Data, Legislation, Deployment Approach, Sustainability

In recent years, the USDOT and the automobile industry have been conducting research on new types of V2X technologies to prevent crashes. These technologies facilitate the sharing of data, such as vehicle speed and location, among vehicles to warn drivers of potential collisions. If V2V technologies are widely deployed, they have the potential to address 76 percent of multi-vehicle crashes involving at least one light vehicle by providing warnings to drivers, assuming their full deployment across the US vehicle fleet. This comprehensive federal report highlights many of the challenges associated with implementing V2X technology, as well as government action that will influence its adoption.


Policy Issue: Implementation, Governance, Deployment Approach

This is a 2014 policy statement by the NHTSA that articulates its goals for connected vehicles moving forward.
Policy Issue: Implementation, Governance, Deployment Approach

The two-page infographic highlights why connected vehicles are needed, how a system will work and the roles of government agencies involved in its development.

Policy Issue: Implementation, Governance, Risk, Deployment Approach, Financing

“[The report author] believes that automated driving is a central research and development topic for automotive manufacturers and suppliers that could generate major revenue and profit growth in the medium to long term. However, [they] caution against the potential disappointment regarding the scale and speed of return on investment that some investors may expect in the near future.” The article highlights that, like electric vehicles, demand is a result of consumer acceptance, not just technology development.

Policy Issue: Implementation

Google may soon offer a new transportation service as it combines its online advertising with local transport options like taxis and possibly automated cars. Google was recently granted a patent for arranging free/or minimally priced transportation to advertiser's business locations. With the new service, stores can begin offering not just discounts but also a free taxi ride in a driverless vehicle to those seeking to visit the store.

Policy Issue: Implementation, Privacy, Governance, Risk, Data

According to the article, full autonomy still requires constant driver supervision. There exists no system that can yet match a human driver’s ability to respond to the unexpected. As a result, there should be mechanisms in place that allows a car to know when and how much control to relinquish to the driver based on our physical and emotional states. Cars should gather data on the status of the driver so that it can determine his or her concentration, attention, and emotional state that might demand a need for the car to take over control under varying conditions. It also involves the car safely and effectively


gaining the driver’s attention to inform them that human control is required in a particular situation.


**Policy Issue: Implementation**

Hyundai is the latest manufacturer to enter the automated vehicle market. The article is a review of all new Genesis features.


**Policy Issue: Implementation, Privacy, Cyber Security, Governance, Risk, Data, Deployment Approach, Financing**

“This survey examined public opinion regarding connected-vehicle technology across three major English-speaking countries—the U.S., the U.K., and Australia. The survey yielded useable responses from 1,596 persons over the age of 18. The main results were as follows: [1]) The majority of respondents had not previously heard of connected-vehicle technology; however, most had a positive initial opinion of the technology[; 2]) The majority felt that the expected benefits presented in the survey are likely to occur[; 3]) Respondents generally expressed a high level of concern regarding the security and performance issues presented in the survey[; 4]) The majority of those surveyed stated that safety was the most important aspect of connected vehicles[; 5]) Most individuals said that it is important for personal communication devices to integrate with connected vehicles, as well as for such vehicles to have Internet connectivity[; 6]) The majority of respondents expressed a desire to have this technology in their vehicle[; and 7]) Willingness to pay for connected-vehicle technology was very similar across the three countries. The main implications of these results are that the general public in the three countries surveyed feel positive about connected vehicles, have optimistic expectations of the benefits (while still maintaining some concerns), and generally desire connected-vehicle technology when it becomes available.” – Abstract


**Policy Issue: Implementation, Privacy, Governance, Risk, Data, Legislation**

“U.S. Senator Charles E. Schumer [recently] announced that, in light of cars that are collecting reams of data on where Americans drive, he is calling on the [FTC] and [NHTSA] to establish clear guidelines that will require carmakers to notify drivers when they are being tracked and allow drivers to opt out completely from sharing
information… The Senator is urging the FTC and NHTSA to work together with the auto industry – and other companies that track vehicular data – to establish clear guidelines around what can and cannot be tracked, and to provide clear opt-out opportunities for drivers. According to a December 2013 report by the [GAO], the collection of location data by carmakers and developers of ‘smart-car’ technology is a widespread practice. The report revealed that 90% of the companies studied (9 out of 10) share the data they collect with third-party companies.”


**Policy Issue: Implementation**

Volvo P1800, Lexus LF-NX, Mercedes Concept S-Class Coupe, Nissan Nismo (with Smartwatch) and Smart Fourjoy all employ futuristic and innovative technology on the road today. The article highlights their systems in more detail.


**Policy Issue: Implementation, Governance, Deployment Approach, Financing**

“Recent developments in [ITS] and autonomous and connected vehicles could improve transportation safety and mobility in the [U.S.]. One such development is Integrated Active Transportation Systems (IATS) an integrated, active, and advanced transportation system with the goal of optimizing safety and mobility. Questions remain as to the preparedness of transportation stakeholders and agencies in implementing IATS. This paper presents the results of a survey of U.S. transportation stakeholders. The survey goals include: 1) investigating geographic regions best suited for initial IATS deployment, 2) identifying IATS elements that could be feasibly implemented in the near future, and 3) determining obstacles to deployment in the best suited regions.” -Abstract


**Policy Issue: Liability, Implementation, Governance, Risk**

In early 2012, the Santa Clara Law Review hosted its annual symposium on the topic of “Driving the Future: The Legal Implications of Autonomous Vehicles.” The symposium was one of the first major academic events to explore the legal issues raised by automated vehicles. It featured much discussion on whether existing laws may hinder the realization of automated vehicle benefits. This report is a recap of the symposium.
Policy Issue: Implementation, Risk, Legislation, Deployment Approach

Historically, states regulate drivers and the federal government regulates vehicles. Who should regulate when the vehicle is the driver? The article highlights six key legal questions that states should act when passing laws regarding self-driving cars. They include: 1) “Will drivers need any sort of training?”; 2) “Is it possible to speed?”; 3) “Is distracted driving allowed?”; 4) “Who's liable for accidents?”; 5) “What kind of registration would the vehicle have?” and 6) “How to transition from manual to auto-pilot?”

Policy Issue: Implementation, Deployment Approach

“The American public anticipates that the coming half-century will be a period of profound scientific change, as inventions that were once confined to the realm of science fiction come into common usage. This is among the main findings of [this research], which asked Americans about a wide range of potential scientific developments—from near-term advances like robotics and bioengineering, to more “futuristic” possibilities like teleportation or space colonization. In addition to asking them for their predictions about the long-term future of scientific advancement, we [the research] asked them to share their own feelings and attitudes toward some new developments that might become common features of American life in the relatively near future. Overall, most Americans anticipate that the technological developments of the coming half-century will have a net positive impact on society.” – From Findings. While not specifically on driverless cars (that “48% [of Americans] would be interested in, while 50% would not”), the research is relevant to American perceptions and desires of technology in the future.

Policy Issue: Liability, Implementation, Governance, Risk, Legislation

“An invention is not illegal simply because it is new, and a novel activity is not prohibited just because it has not been affirmatively permitted.” The study raises a number of questions about both the ultimate design of these automated vehicles and the duties of their human operators, it finds no law that categorically prohibits automated
driving. It concludes that even without specific legislation, automated vehicles are probably legal in the United States. Nevada, Florida, and California (states that have already enacted pertinent legislation) did not really ‘legalize’ automated vehicles, as has been popularly reported. Instead, their recent laws primarily regulate automated vehicle technologies. They also endorse the potential of, catalyze important discussions about, and establish basic safety requirements for these long-term technologies. The article explores more detail on legal issues that states may or may not need to address.


**Policy Issue: Liability, Implementation, Governance, Risk, Legislation**

In response to the Google Car, the author asks, “Systems fail. Engineers know this. So do lawyers. How can we credibly say, at this point or perhaps at any point, that “[n]othing is going to catch this car by surprise”?"


**Policy Issue: Liability, Implementation, Governance, Risk, Legislation, Deployment Approach**

The article poses one major question: Will tomorrow's cars and trucks have to adapt to today's legal infrastructure, or will that infrastructure adapt to them? Also unclear is the precise responsibility of the human user, assuming one even exists. Under Nevada law, the person who tells a self-driving vehicle to drive legally becomes its driver; these ‘drivers’ can text but cannot ‘drive’ drunk, even if not in the car. For now, the appropriate role of a self-driving vehicle's human operator is not merely a legal question; it is also a technical one. Fortunately, resolving seemingly endless technical questions will allow governments to buy enough time so that they can also address the major legal ones. According to the article, the uncertainty that surrounds these answers will affect the speed and price at which these new technologies are introduced.


**Policy Issue: Liability, Implementation, Governance, Deployment Approach**

Cars of the early 20th Century were essentially beta products, with customers providing the only successful means of vehicle improvement. The author believes that automated vehicles will experience a similar process. Whether through recall, remediation or
restitution, this will likely be very costly and difficult. Additional concerns include: 1) isolated incidents involving new products will create feelings of helplessness and panic that unjustifiably stymie their wider adoption and 2) early products will be around years later when they are much less safe than whatever has since become state-of-the-art. Actively managing both sudden and creeping obsolescence within these systems demands the integration of key legal and technological tools into their design and marketing. Foremost are the technical ability and the legal authority to ‘virtually’ recall a product to automatically update it or remove it altogether.


**Policy Issue: Liability, Implementation, Governance, Risk, Deployment Approach**

Potential highway expansions typically use a planning horizon of at least twenty years, and yet several automakers now forecast that they will market vehicles with some level of advanced automation within a decade. The ongoing automation of the transportation system in the US could change land use patterns, increase both travel demand and roadway vehicular capacity, and improve the vehicular level of service at capacity. Some of the basic assumptions upon which a project’s EIS alternatives analysis is based may be outdated by the time a project alternative is implemented. Currently, a plaintiff may find it difficult to ultimately persuade a court that automated vehicle-based alternatives or impacts require consideration as radical and distant forms of vehicle automation are probably too ‘uncommon or unknown’ for most courts to reject an EIS that fails to consider them. But this, according to the article, will someday change.


**Policy Issue: Implementation, Deployment Approach, Financing**

Technologies necessary for full vehicle automation are not yet ready. Engineering challenges will be overcome eventually, but at this point they are varied and very real. A more pressing issue, which manifests itself in law, engineering, and economics, is the imperfect and inconsistent societal view of what is reasonably safe, which determines when a technology is ready in a more meaningful sense. Responsible engineers will not approve, responsible companies will not market, responsible regulators will not tolerate, and responsible consumers will not operate vehicles they believe could pose an unreasonable risk to public safety.

Policy Issue: Liability, Implementation, Privacy, Cyber Security, Governance, Risk, Certification, Data, Deployment Approach, Financing

While the author highlights a recent and comprehensive RAND study, the article brings up many commonly heard concerns regarding self-driving vehicles. The article is from an active transportation activist source – a relatively silent stakeholder on this topic. Thus, the article does posed some nuances aimed specifically at bicyclist and pedestrian interface, such as whether an automated car could, like a human driver, identify a bicyclist’s or pedestrian’s intent.


Policy Issue: Implementation, Data, Financing

“The objective of this work is to provide analytical guidelines and financial justification for the design of shared-vehicle mobility-on-demand systems. Specifically, we consider the fundamental issue of determining the appropriate number of vehicles to field in the fleet, and estimate the financial benefits of several models of car sharing. As a case study, we consider replacing all modes of personal transportation in a city such as Singapore with a fleet of shared automated vehicles, able to drive themselves, e.g., to move to a customer’s location. Using actual transportation data, our analysis suggests a shared-vehicle mobility solution can meet the personal mobility needs of the entire population with a fleet whose size is approximately 1/3 of the total number of passenger vehicles currently in operation.” – From Abstract


Policy Issue: Implementation, Governance, Certification, Data, Legislation

This press release notes the recent symposium where “dynamic high-level discussion involving industry, international agencies and motorsports bodies focused on Innovation for the Future Car… Experts participating in the technical sessions agreed that the technological components for automated driving have reached a level of maturity that will allow rollout in the near future. Agreements on international technical standards and putting in place regulatory requirements are already under way to make it a reality. Participants called for ITU, in collaboration with UNECE, to host a dialogue of senior executives of vehicle manufacturers to identify the activities needed to consider future steps to realize the potential of fully autonomous driving.”

Policy Issue: Liability, Implementation, Privacy, Cyber Security, Governance, Risk, Data, Deployment Approach

88 percent of US adults would be worried about riding in a driverless car. 79 percent of US adults think that the equipment in a driverless car will fail, such as a braking software glitch or failed warning sensor that alerts the driver of danger. 59 percent are worried about liability issues, such as who would be responsible if a driverless car is involved in an accident. 52 percent fear a hacker could breach a driverless car’s system and gain control of the vehicle. 37 percent worry that automotive companies, insurers, advertisers and municipalities may collect personal data such as where the car goes and how fast it’s traveling. Only 12 percent said they would not be worried about riding in a driverless car. The article expands on these statistics.


Policy Issue: Implementation

Automated cars must be able to react quickly in life-threatening situations. Complicated algorithms demand complicated software that demands a large amount of processing power “to pull off complicated computations so that the car can get you from point A to B without any hiccups… The big challenge is to teach the car to make complex decisions based on all of the input it senses”. The article discusses the need for technology power to match ‘huManpower’.


Policy Issue: Implementation,

“Automakers are sneaking features into their newest models that could earn them billions and save 30,000 lives a year--but only if they can convince you to give up control of your car. Our writer road tests the boldest autonomous innovations.” – Subtitle


Policy Issue: Implementation, Deployment Approach

Before connected vehicles can have much impact on the built environment, ‘selling’ the concept to drivers must be achieved. This is no easy task. The article highlights efforts
that are being made in the automobile industry to ease the transition (and gives each a letter grade).


**Policy Issue: Implementation, Governance, Risk, Certification, Legislation, Deployment Approach**

The article explores why it has taken so long for self-driving cars to come to fruition. “[T]he speed at which [V2X] communications come into the mainstream is determined by the speed at which we accept the technologies--a true chicken-and-egg conundrum.” The article discusses what needs to happen before vehicles that are equipped with V2X technology are available.


**Policy Issue: Implementation**

According to the article, Tesla Motors might be able to meet its goal of a mostly-automatic car by 2016. The company has entered into a partnership with Jerusalem-based vehicle safety systems manufacturer Mobileye with the goal developing a driverless car.


**Policy Issue: Implementation, Data**

This report looks at different ways telematics has been applied across the world, and it looks at the technologies that have been implemented. It talks about the necessary vehicle technology and the necessary vehicle technology required to make Intelligent Transportation System a reality. It covers a few case studies and the challenges associated with them.

Policy Issue: Implementation, Data, Deployment Approach, Sustainability

The article focuses on youth, but relates to connected vehicles in that young generations are more likely to advocate for and utilize connected vehicle technologies. Mobile phone applications that provide travel information have enabled people to become smarter and more efficient travelers. With these, people can map out routes instantly, avoid congestion, find parking, pay for a transit trip, arrange for carpooling and locate a vehicle using a car sharing service. Younger populations have been especially noted for their preference in using digital directions, rather than reverting to a map or stopping at a gas station. Technologies like GPS, electronic toll collection, vehicle tag recognition, variable message signs and HOT lanes may also become increasingly accepted. As of 2010, over 50 percent of freeway miles have real-time data collection activities, and dynamic message signs have been deployed in nearly 95 percent of all freeway miles.


Policy Issue: Implementation, Deployment Approach

Automated vehicles are not coming, they’re already here. At least significant components of them are. Typical of this magazine, the article highlights features that are available on different models. Consumer trust will be key to large-scale deployment.


Policy Issue: Implementation

Selmon Expressway in Tampa, Florida has become one of ten sites nationwide where researchers can study the safety and performance of automated vehicles. The expressway authority is working with the University of South Florida's Center for Urban Transportation Research to further develop the Selmon Expressway as an automated vehicle test site.


Policy Issue: Implementation

“Several automobile manufacturers are offering assisted driving systems that use sensors to automatically brake automobiles to avoid collisions. Before extensively deploying these systems, we should determine how they will affect highway capacity. The goal of
this paper is to compare the highway capacity when using sensors alone and when using sensors and vehicle-to-vehicle communication. To achieve this goal, the rules for using both technologies to prevent collisions are proposed, and highway capacity is estimated based on these rules. We show that both technologies can increase highway capacity. The increase in capacity is a function of the fraction of the vehicles that use a technology. If all of the vehicles use sensors alone, the increase in highway capacity is about 43%. [If] all of the vehicles use both sensors and vehicle-to-vehicle communication, the increase is about 273%.” - Abstract

Policy Issue: Implementation, Risk, Certification, Legislation, Deployment Approach

Driving is increasingly becoming more complex given electronic technologies and wireless communication. Exchanging information between vehicles, beings and other objects is on the near horizon. While there is some hesitance to completely remove the driver from driving, automated vehicle technology is continuing to develop regardless. This report addresses the challenges of different levels of automated cars and builds upon the state of the art in ADAS, V2V and V2I technologies. Five main conclusions are: 1) there exists an increasing need for deploying the automated driving applications cost-effectively, at the right time, with the right partners, and maybe in a more pragmatic manner; 2) acting in a more resolute manner at the legislative level will make it possible to break the issue of ‘public vs private’ investment into solvable situations, which could easily be agreed upon for the benefit of all participants in traffic, of the manufacturing industry, and of legislators; 3) implementing a mandatory introduction plan for automated driving does not suffice if the appropriate standardization is not in place at the right time; 4) some missing links exist in the technology, although the world is moving towards filling these gaps through various roadmaps and 5) legislators should embrace now the challenge of preparing in due time an adequate legislative framework that covers maybe more complex issues than liability alone, while allowing for sufficient innovation freedom to enable new technical developments and business models. The report also highlights a list of innovative systems/projects occurring worldwide aimed at implementing semi-automated driving.

Policy Issue: Implementation

This press release highlights a recent “research project using magnets in the roadway to help the car determine its position. The research, which has been financed in strategic cooperation with the Swedish Transport Administration (Trafikverket), is a potential key to the implementation of self-driving vehicles. Reliable and highly accurate positioning is one of the crucial issues in the development of self-driving cars. While established positioning technologies such as GPS and cameras have limitations in certain conditions, road-integrated magnets remain unaffected by physical obstacles and poor weather conditions.”


Policy Issue: Implementation, Privacy, Governance, Risk, Certification, Data, Deployment Approach, Financing

The article highlights NHTSA’s February press release on their decision to move ahead with connected vehicle research. A future report will outline the costs and benefits of a connected vehicle transportation system. Privacy, costs and consistent international adaption remain issues to address.


Policy Issue: Implementation, Deployment Approach, Sustainability

The automotive industry has always been a force for innovation and economic growth. In the early 21st Century, the pace of innovation is increasing while the industry is on the brink of a new technological revolution with self-driving vehicles. This technology could provide solutions to many transportation-related problems, such as the high costs of traffic crashes and transportation infrastructure, the millions of hours spent in traffic jams, and the wasted urban space dedicated to parking lots. If self-driving vehicles become a reality, the implications would also be profoundly disruptive for nearly every stakeholder associated with the automotive industry – or as one industry executive states, “Everything, from how we move goods to how we move ourselves around, is ripe for change.” This paper, includes interviews with more than 25 ‘thought leaders,’ automotive and high-tech executives, and government officials, analyzing industry trends and emphasizing the convergence of sensor-based and communication-based vehicle technologies and its implications.

**Policy Issue: Implementation, Privacy, Cyber Security, Risk, Data, Deployment Approach**

The article highlights these data-related issues: 1) data gathering; 2) split-second analysis; 3) computing power and 4) security and privacy, to demonstrate challenges to driverless vehicle deployment.


**Policy Issue: Implementation**

This article is regarding research about how human response to accepting ‘robots’ performing human-like functions is based largely on how they are able to personally interact with the machine.


**Policy Issue: Implementation, Governance, Risk, Certification**

Automobile manufacturers and safety regulators in the U.S. and Europe say they’re serious about installing more automated braking and steering systems in cars and trucks for one main reason: most humans are depressingly bad drivers. The article discusses this in more detail.


**Policy Issue: Liability, Implementation, Risk**

“What auto CEO will sign off on an autonomous car if he or she knows they could be thrown in jail for defects real or imagined?” Given recent automotive history, the author thinks the future of automated vehicles may proceed slower than expected.

Policy Issue: Implementation, Deployment Approach

Nearly 3,000 wirelessly connected cars, buses, trucks, motorcycles and bikes are already operating throughout northeastern Ann Arbor as a part of a research project conducted by the University of Michigan’s Transportation Research Institute (UMTRI) with significant funding from the USDOT. The university wants 9,000 intelligent vehicles operating in Ann Arbor within the next two years. Over the past year and a half, the USDOT closely observed the model deployment and concluded that V2V technology improves road safety - a consideration that may well cause the federal government to require wireless technology in all new cars by the end of the decade. In tripling the number of V2V cars on the road, UMTRI seeks to expand the research to get a more accurate understanding of large-scale connected vehicles deployment.


Policy Issue: Implementation

The article highlights how self-driving cars have the possibility of entirely transforming (and destroying) the taxi business.


Policy Issue: Implementation, Legislation

The University of Michigan's Transportation Research Institute is completing an 18-month large-scale trial of connected vehicle technology. 2,800 vehicles in Ann Arbor participated in the safety pilot, including cars, trucks, tractor trailers, and even a bicycle. The NHTSA has estimated that V2V technology could reduce non-impaired crash scenarios (crashes caused by sober drivers) by 80 percent, greater than seatbelts and airbags. NHTSA recently announced that given the overwhelming safety benefits of connected vehicles, it would soon propose mandating such technology in all new cars.